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Chapter 1
SECURITY POLICE MISSION AND RESPONSIBILITIES

1.1. Mission Statement. The security police (SP) squadron protects the Air Force combat capability of
assigned forces both at the home base and at the deployed location. The squadron maintains law and
order on the installation by:

1.1.1. Developing and maintaining a viable detection program.

1.1.2. Organizing, equipping, training, and administering forces to participate in prompt and sus-
tained operations.

1.1.3. Providing ground weapon training and maintenance including munitions management, and
range and weapon maintenance.

1.1.4. Managing the installation information security, resource protection, crime prevention, and
security programs. The security police mission varies based on each Air Force installation’s mission,
geographic location, and specific security and law enforcement requirements.

1.2. Security Police Personnel. To maintain law and order security police must adhere to a code of con-
duct. The very nature of security police duties demands discretion, sound judgment, tact, and maturity.
People judge security police by the manner in which they perform their duties. Security police must have
mental and physical ability to secure and protect Air Force resources, enforce the law, and control prison-
ers. A successful security police unit requires personnel who are willing to assume these responsibilities.
Fair and impartial enforcement of laws and procedures is critical to any successful police operation.
Security police set the example for appearance, conduct, efficiency, military bearing, customs, and cour-
tesy. Security police integrity and honor must be above reproach. The security police career field places
high demands and standards on people empowered with a special trust--to enforce the law.

1.3. Security Police Creed. Our creed succinctly outlines the essence of what it takes to be part of the
Air Force Security Police. Those who have succeeded in this career field have done so by applying these
very words:

| am a member of the security police. | hold allegiance to my country, devotion to duty, and per-
sonal integrity above all. | wear my badge of authority with dignity and restraint, and promote by
example high standar ds of conduct, appear ance, courtesy, and performance. | seek no favor

because of my position. | perform my dutiesin afirm, courteous, and impartial manner, irrespec-
tive of a person’s grade, color, race, religion, national origin, or sex. | strive to merit the respect of
my fellow airmen and all with whom | come in contact.

1.4. Duties and ResponsibilitiesWhile security police duties and responsibilities may vary from instal-
lation to installation, there are three general orders that have universal application:

1.4.1. Take charge of your post. Take charge of your post by securing and protecting personnel and
property for which you are responsible until properly relieved. Define the number and limits of secu-
rity police postsin duty or post instructions. These instructions outline specifics and provide limits of
assigned duties. Security police must comply with their orders and instructions, and do so until
relieved by proper authority.



1.4.2. Report al violations. Report all violations of orders you enforce. Apprehend violators when
appropriate. Security police must notify the law enforcement desk of any apprehension and detain the
person until assistance arrives. Unforeseen circumstances may arise that are not covered by instruc-
tions. Inthose situations, security police must act in their best judgment and immediately contact their
supervisor for instructions.

1.4.3. Sound the alarm. Give the alarm in case of disorder or emergency. Security police must
immediately report any unusual event that may threaten the security of the installation, endanger life
or property. They must take reasonable steps to counteract threats to life and property. Simulta-
neously, security police must maintain the security of their post and remain vigilant for other viola-
tions throughout the emergency.

1.5. Law Enforcement Within A Security Police Organization. In any security police unit thereis an
operations echelon, typically a flight. The operations flight provides the wing with operational law
enforcement, corrections, investigations, patrols, entry control, and priority resource protection. The fol-
lowing paragraphs describe authorized positions.

1.5.1. OperationsFlight. The operations section provides |eadership, management, technical support,
and supervision for security of wing resources and law enforcement services. Although staffing var-
ies from installation to installation, most sections include:

1.5.1.1. Operations officer

1.5.1.2. Operations superintendent

1.5.1.3. Weapons systems security superintendent

1.5.1.4. Law enforcement superintendent

1.5.1.5. Those sections profiled below pertain to law enforcement.

1.5.2. Law Enforcement. Manages the wide range of general law enforcement services provided to
the wing.

1.5.3. Corrections. Provides prisoner confinement, processing, supervision, and program manage-
ment.

1.5.4. Investigations. Primarily responsible for investigating crimes and incidents that require more
detailed or specialized analysis. This section isalso responsible for safeguarding crime scenes requir-
ing release to the Air Force Office of Specia Investigations (AFOSI). Investigators maintain chain of
custody of property which is taken into evidence and dispose of the property after coordination with
the staff judge advocate.

1.5.5. Base Patrols. Respond to emergencies and resource protection alarms, and perform crime pro-
tection through detection patrol of assigned areas. Patrols supervise traffic, investigate accidents,
issue citations, and apprehend violators. Base patrols conduct building checks, fund escorts, and ini-
tia investigations of incidents not related to traffic. Patrols may assist the investigations section or
AFOSI.

1.5.6. Desk Sergeant. Focal point for command, control, and communications for all element law
enforcement functions. Responsible for operating the communications network, monitoring resource
protection alarms, and documenting all incidents throughout the shift. The desk sergeant is the pri-



mary point of contact for the public; taking initial action regarding all reported incidents or emergen-
cies.

1.5.7. Installation Entry Controller. Regulates vehicle and pedestrian entry at assigned posts. Per-
sonnel assigned to this duty authenticate requestsfor visitor entry, issue visitor passes, and enforce the
installation traffic code. Entry controllers may search and inspect personnel and vehicles, as directed
by higher authority. As Air Force ambassadors, installation entry controllers play avital role on Air
Force installations. Chapter 10 contains a detailed description of the installation entry control func-
tion.

1.6. Duty Schedule. Normally afour element system is used to schedule both law enforcement and secu-

rity force members for a “6 and 3” (work six days - off three days). Commanders determine unit element
schedules based on unit needs. Consider the following basic requirements when developing element
schedules.

1.6.1. Element schedules must require, as a maximum, the normal eight (8) hour working period.

1.6.2. Element schedules must provide periods, other than scheduled time off, for the completion of
proficiency and recurring training requirements.

1.6.3. Element schedules, as a matter of routine, should not require a 12-hour work period.
1.6.4. Element schedules should provide an uninterrupted sleep schedule.

1.6.5. Irrespective of the type of element scheduling used, it is important that posts and patrols be
manned according to the post priority listing and that tours of duty and time off are commensurate
with effective employment of law enforcement forces.

1.6.6. Scheduling.Post the element duty roster in a prominent place but consistent with sound
OPSEC practices. The duty roster should show the schedule and post for at least the next duty day.
This advance notice gives each person the opportunity to ensure they report for duty in the correct uni-
form with the proper equipment, and to make any other necessary preparations for the post they will
have that day.



Chapter 2
GUARDMOUNT

2.1. Overview. Guardmountisaformal military formation and isthefirst call to duty for security police
personnel. All members of the element draw their weapons from the armory and fall in formation at the
designated time and place. During guardmount the element sergeant should accomplish an inspection.
Guardmount provides the element leadership the opportunity to ensure personnel: (1) arefit for duty, (2)
appearance isin compliance with directives, and (3) reporting for duty have the required equipment and
that equipment isin good working condition.

2.1.1. Equipment of special interest to the element leadership should include: weapons and ammuni-
tion, flashlights, foul weather gear, and specialized equipment (e.g., flak vest, gas mask, and helmet).
The element sergeant should use roll call to announce and officially assign all posts and disseminate
information since thisis (normally) the only time the entire element is together during any given tour
of duty. Information disseminated may include:

2.1.1.1. Changesin procedures or new policy.

2.1.1.2. Noted discrepancies.

2.1.1.3. Upcoming appointments & commendations.
2.1.1.4. Pick-up or restriction orders.

2.1.1.5. Specia emphasis on weapons and vehicle safety.

2.2. Conducting the Formal Open RanksInspection. When tasked to conduct a formal open ranks
inspection, use the following procedures:

2.2.1. Initial Actions. At the previoudly designated time, the element sergeant will order the element
to"FALL IN." Theelement will fall in and form three or four ranks, depending on the size of the ele-
ment, with the squad |eaders at the right flank of each rank.

2.2.2. Forming the Element. The element sergeant assumes a position six pacesin front of and facing
the element and gives the command, "REPORT." Each squad leader salutes and reports, "SIR/
MA’AM, FIRST SQUAD (second sgquad, and so forth) ALL PRESENT OR ACCOUNTED FOR." or
"SIRIMA’AM, FIRST SQUAD, AIRMAN BROWN ABSENT." The element sergeant returns the
salute of each squad leader. After the report, the element sergeant gives the command, "PARADE,
REST." He/she then executes an about-face, comes to parade rest, and waits for the inspecting offi-
cial. Asthe inspecting official approaches, the element sergeant comes to attention, executes an
about-face, and commands, "ELEMENT, ATTENTION." The element sergeant then executes an
about-face and remains at attention until the inspecting official is three paces in front of and facing
him/her.

2.2.3. Preparing for Inspection. As soon as the inspecting official isin position, the element sergeant
salutes and reports, "SIR/MA’AM, THE ELEMENT IS FORMED." The inspecting official returns
the salute and commands, "PREPARE FOR INSPECTION." The element sergeant executes an
about-face and commands, "OPEN RANKS, MARCH." At this command, the first squad takes three
paces forward, stops, and immediately executes a dress right dress movement. The second squad
takes two paces forward, stops, and immediately executes a dress right dress movement. The third
squad takes one pace forward, stops, and immediately executes a dress right dress movement. The
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fourth squad stands fast and immediately executes adressright. Asthe element is executing the open
ranks movement, the element sergeant moves by the most direct route to the right flank of the first
squad, one pace from and facing the first squad leader. The element sergeant then aligns the first
squad by using voice command only. To look down the front and rear of the squad, the element ser-
geant executes sidesteps to the right and left. (Do not use your armsto aim or weave from sideto side
to align the squads.) After the first squad is aligned, the element sergeant executes a left face in
marching and moves to the right flank of the second squad (one pace from and facing the second
squad leader). The element sergeant then aligns the remaining squads in the same fashion asthefirst.

2.2.4. The Inspection. After the element is aligned, the element sergeant executes a right face in
marching. He/she moves to a point three paces to the front of the first squad leader, halts, executes a
left-face, and commands, "READY, FRONT." The element sergeant then executes a right-face,
salutes, and reports, "SIR/MA’AM, THE ELEMENT IS PREPARED FOR INSPECTION." The
inspecting official approaches the element sergeant by the most direct route and inspects him/her.
After inspecting the element sergeant, the inspecting official directs the element sergeant to
"ACCOMPANY ME." Theinspecting official moves past the el ement sergeant’s left shoulder toward
thefirst squad leader. After the inspecting official is past, the element sergeant executes an about face
and followstwo paces behind. The inspecting official moves by the most direct route to a point imme-
diately in front of the first squad leader. The element sergeant takes a position two paces behind and
facing the inspecting official. The element sergeant records any discrepancies noted by the inspecting
official. Theinspecting official inspects each member of the element, beginning with the squad |eader
in the first rank. As the first squad leader is inspected, the element sergeant gives the command,
"SECOND, THIRD, AND FOURTH SQUADS, PARADE, REST." Adjust this command based on
the number of squadsin formation.

2.2.5. Inspecting Other Squads. After inspecting the squad leader, the inspecting official executes a
right-face in marching. He/she halts in front of the next element member, executes a | eft-face,
inspects the next squad member, and continues the procedure down the first rank. The element ser-
geant follows the inspecting official by marching to a point directly in front of the last person
inspected while still facing the inspecting official. After the inspecting official inspects the last ele-
ment member in the first squad, he/she executes aright face in marching, movesto therear of the first
squad by the most direct route, and inspects the rear of the squad. The inspecting official does not
pause while moving along the rear of the squad unless a discrepancy is noted. The element sergeant
follows two paces behind the inspecting official. As the inspecting official approaches within six
paces of the right flank of the formation, the second squad leader commands, "SECOND SQUAD,
ATTENTION." The inspecting official, followed by the element sergeant, will proceed a few paces
beyond the extreme right flank of the formation. At that point he/she will execute a wide turn before
reentering the right flank of the formation to inspect the second squad. This maneuver accommodates
the requirement for the element sergeant to remain in position behind the inspector and provides room
to properly reenter the right flank of the formation.

2.2.6. Completion. As the inspecting official begins to inspect the second squad leader, the first
squad leader commands, "FIRST SQUAD, PARADE, REST." Each squad leader follows this proce-
dure. After the fourth (or last) squad is inspected, the inspecting official marches by the most direct
route to apoint six pacesin front of and centered on, and facing the first squad. The element sergeant
will follow two paces behind the inspecting official and stop three paces beyond the first squad, exe-
cute a left-face, and command, "ELEMENT, ATTENTION." The element sergeant then takes one
pace forward, executes a right- face, and remains at attention. If the inspecting official has any
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remarks to direct to the element sergeant or the element, he or she does so now. When the inspecting
official makes remarks, he or shetells the element sergeant to place the element, at ease or parade rest.
The element sergeant executes an about face, gives the appropriate command, executes another about
face, and assumes the position of the command just issued.

2.2.7. Close Ranks. When the inspecting official completes his/her remarks, the element sergeant
will come to attention, execute a left-face, and give the element the command, "ELEMENT, ATTEN-
TION." The element sergeant executes a right-face and salutes the inspecting official, who, returns
the salute. The inspecting official orders, "TAKE CHARGE OF THE ELEMENT," executes an
appropriate facing movement, and departsthe area. The element sergeant then executes an about face
and gives the command "CLOSE RANKS, MARCH." At this command the first squad stands fast.
The second squad takes one pace forward and halts. The third squad takes two paces forward and
halts. The fourth squad takes three paces forward and halts. Once the squads complete their move-
ment, each squad automatically covers and remains at attention. The element sergeant then com-
mands, "Parade rest,” or "At ease.” At this point the element sergeant will brief the element, call roll,
and pass on information pertinent to the coming tour of duty. At the completion of the guardmount
briefing, the element sergeant commands, "element, attention.” The element comes to attention and
the element sergeant commands "Post." At the command “POST,” the element executes an abour
face and members promptly report to their assigned duty posts.

2.3. Conducting Guardmount Without An Inspection. There may be times when an inspection is not
practical or possible. Nevertheless, guardmount is a formal military formation that you should conduct as
outlined above. The only difference is no inspection (i.e., the element is still formed, information dissem-
inated, and element posted according to correct protocol). Terminate guardmount without inspection the
same as guardmount with inspection.

2.4. Conducting the Security Police Manual-of-Arms Inspection . The manual-of-arms inspection is

one of the oldest military traditions. It is not part of guardmount, although it may be conducted in lieu of
formal open ranks inspection on a random basis. Prior to the inspection, element members check out the
assigned weapons from the armory. DO NOT LOAD any weapons with ammunition. Clearing supervi-
sors must ensure all firearms used in the inspection are clear of ammunition. If an element member i
armed with more than one weapon, only inspect one weapon.

2.4.1. Use the formal open ranks inspection procedures outlined above.

2.4.1.1. After the last squad is aligned, the element sergeant executes a "right face in marching,’
moves to a point three paces in front of the first squad leader and executes a "left face." The ele
ment sergeant commands "READY, FRONT," and then commands "INSPECTION ARMS."

2.4.2. Upon the command "INSPECTION ARMS," the second, third, and fourth squads remain at the
position of attention. The first squad assumes the following "INSPECTION ARMS" positions,
depending on the firearms carried.

2.4.2.1. M9:. Assume the raised pistol position, safety or decocting lever in the Safe position, and
finger not in the trigger guard.

2.4.2.2. M16, M203, M148, or GAU, M870, M590, or Assume the port arms position, selector
lever on Safe, finger not in the trigger guard.
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2.4.2.3. M60 or M249: Assume the port arms position, gun slung in the "cross body" position,
weapon on Safe, finger not in the trigger guard. NOTE: Inform the armorer and clearing barrel
official prior to weapons issue that you intend to conduct a weapons inspection. The clearing bar-
rel official and armorer will insure no magazines or ammunition are placed in any weapons, spe-
cifically the M9 which is normally loaded at the clearing barrel. Following the inspection,
personnel carrying the M9 will return to the clearing barrel to load the weapon.

2.4.3. The element sergeant executes a "right face," salutes the inspecting official, and reports, "SIR/
MA’AM, THE ELEMENT IS PREPARED FOR INSPECTION." The remainder of the inspection is
conducted using formal open ranks inspection procedures, except for the inspection of each individ-
ual. Just beforethe inspecting official centers on the person to be inspected, the person to be inspected
must take the following action, based on the weapon to be inspected. NOTE: The "visual inspection
of the chamber” or "cylinder" mentioned in each step below is conducted to ensure it is free of ammu-
nition.

2.4.3.1. M9 Pistol. While maintaining the raised pistol position, lock the slide to the rear and
visually inspect the chamber. The inspecting officia takes the weapon, inspects it for cleanliness
and defects, visually inspects the chamber, releases the dlide forward, locks the slide to the rear,
and returns the weapon to the element member.

2.4.3.2. M16 Series Rifles and Submachine Gun (GAU/GU). While maintaining the port arms
position, lock the bolt to the rear, and visually inspect the chamber. The inspecting official takes
the weapon, visually inspectsit for cleanliness and defects, visually inspects the chamber, rel eases
the bolt, locks the bolt to the rear, ensures the weapon is on safe, and returns the weapon to the ele-
ment member.

2.4.3.3. M60 Machine gun. While maintaining the port arms position, open the feed tray and
leave the bolt forward. Upon direction of the inspecting official, lock the bolt to the rear. The
inspecting official takes the weapon, visually inspects it for cleanliness and defects, ensures the
feed tray and chamber are free of ammunition, allows the bolt to move forward, locks the bolt to
the rear, and returns the weapon to the element member.

2.4.3.4. M203/M 148 Grenade Launcher. Same as the M16. In addition, open and lock the
launcher tube in the forward position. Visually inspect the chamber area. The inspecting official
takes the weapon, visually inspects it for cleanliness and defects, visually inspects the chambers,
releases the rifle bolt and closes the launcher tube, locks the rifle bolt to the rear, opens the
launcher tube, and returns the weapon to the el ement member.

2.4.3.5. M249 Squad Automatic Weapon. Same as the M60.

2.4.3.6. M870/M590/M 12 Shotguns. While maintaining the port arms position, lock the fore-end
to the rear and visually inspect the chamber. The inspecting official takes the weapon, visually
inspects it for cleanliness and defects, visually inspects the chamber, closes the action, opens the
action, and returns the weapon to the element member. NOTE: The second and subsequent squad
leaders give the command "SECOND/THIRD/FOURTH SQUAD, ATTENTION," astheinspect-
ing official approaches the respective squad leader. The squad then assumes the inspection arms
position with respect to the weapon carried, as stipulated above. When the inspecting official is
centered on the second squad |eader, the first squad leader commands "FIRST SQUAD, ORDER
ARMS." Upon this command, squad members take the following action, based on the weapon
carried.
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2.4.4. M9 Pistol. The element member will visually inspect the chamber, alow the slide to move for-
ward, decock the weapon and place the decocking lever in the fire position, and holster the firearm.

2.4.4.1. M16 Rifle or GAU/GU Series Sub-machine-gun. Visually inspect the chamber, release
the bolt, ensure the weapon is on safe, close the dust cover, and sling the weapon.

2.4.4.2. M60 Machine gun. Close the feed tray, ride the bolt forward, place the weapon on safe,
and sling or ground the weapon.

2.4.4.3. M203/M 148 Grenade Launcher. Sameas M16. In addition, visually inspect the grenade
launcher chamber, close the launcher tube, ensure the weapon is on safe, and sling the weapon.

2.4.4.4. M249 Squad Automatic Weapon. Same as M60 machine gun.

2.4.4.5. M870/M590/M12 Shotguns. Visually inspect the chamber, close the action, ensure the
weapon is on safe and sling the weapon. NOTE: After each squad member has assumed the order
arms position, the responsible squad leader commands, "PARADE REST. The remainder of the
inspection is conducted the same as formal open ranks inspections.
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Chapter 3
JURISDICTION AND AUTHORITY

3.1. Military Jurisdiction. Military jurisdiction is the authority, capacity, power, or right to act as
applied to the military. Thisauthority involvesthe right to charge a person with an offense, try him/her in
acourt, and make a final determination of his/her case through courts of appeal. There are three sources
of military jurisdiction.

3.1.1. USConstitution. The US Constitution establishes a system of fundamental laws and principles
that prescribe the nature, function, and limits of our government. Simply said, security police powers
are Constitutionally founded. Our jurisdiction operates outside of the federal courts system. The effi-
cient operation of military law requires a separate judicial system geared to military needs.

3.1.2. Federal Statutes. Laws passed by the US Congressthat directly affect the Air Forcearein Title
10 of the United States Code (USC).

3.1.3. International Law. Military jurisdiction derived from international law is difficult to define.
However, civilized nations have observed certain rulesin their relationships with each other and have
established and agreed upon laws based on their relationship.

3.2. Jurisdiction Application. Jurisdiction applies to persons, places, and offenses.

3.2.1. Reciprocal Jurisdiction. Each branch of service of the armed forces has courts-martial jurisdic-
tion over all persons subject to the code. The exercise of jurisdiction by one branch of service over
personnel of another is a special case. The President shall prescribe directives to resolve these juris-
dictional issues. Consult the staff judge advocate to determine which service will dispose of the case.

3.2.2. Person. Article 2 of the Uniform Code of Military Justice (UCMJ) states exactly who is subject
to military jurisdiction. Those subject to military jurisdiction include:

3.2.2.1. Members of the regular component of the armed forces.
3.2.2.2. Cadets, aviation cadets, and midshipmen.

3.2.2.3. Members of the reserve components while on inactive training but in the case of the
Army National Guard or the Air National Guard, only when in Federal service.

3.2.2.4. Members of the reserve components serving on active duty.

3.2.2.5. Retired, regular component members of the military entitled to pay.

3.2.2.6. Retired, reserve component members receiving military hospitalization.
3.2.2.7. Members of the fleet reserve and the fleet marine reserve.

3.2.2.8. Personsin armed forces custody serving a sentence imposed by a court-martial.

3.2.2.9. Intime of war personswith or accompanying the armed forcesin thefield. However, this
isonly intime of war and subject to certain limitations.

3.2.3. Place. Article 5 of the UCMJ states that the UCMJ appliesin all places. Not only does the
code apply in al places, but there is no restriction on where the case may be heard.

3.2.4. Offense. The military has jurisdiction to prosecute any violations of the UCMJ committed by
persons subject to the code whether the offense is committed on or off-base.
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3.3. Jurigdiction Types. Three types of jurisdiction apply to military personnel.

3.3.1. Exclusive Jurisdiction. Exclusivejurisdiction givesthe Federal government the exclusiveright
to prosecute offenses occurring therein. Generally, the military will dispose of all cases involving
military personnel for offenses committed in areas of exclusive Federal jurisdiction. Civilians who
commit offenses in areas of exclusive Federal jurisdiction will be turned over to civilian Federa
authorities for disposition.

3.3.2. Concurrent Jurisdiction. Defined: A person who is subject to the code violates the code and
the local criminal law. That act or omission could result in prosecution before a courts-martial, a
proper civil tribunal, or in some cases, both. Under concurrent jurisdiction, a person subject to Article
2 of the UCMJ may be tried by courts-martial and by the local state civilian courts. There is rarely
dual prosecution. Generally, Air Force policy precludestrying aperson by courts-martial if convicted
by acivilian court.

3.3.3. Proprietary Jurisdiction. The military exercises the rights of a property owner only. There has
been no formal "Granting Away" of "Acceptance” by the federal government of criminal jurisdiction
over purchased or leased land. The military does have criminal jurisdiction (UCMJ) over military
personnel inthese areas. Examplesincludethe Air Force Academy and any recreational retreat areas.

3.4. Security Police Authority. Rule 302 of the Manual for Courts-Martial and Article 7b of the UCMJ,
give security police authority to apprehend any person subject to trial by courts-martia if the security
police member is executing police duties. Security police have four authorities. To detain, apprehend,
report, and correct.

3.4.1. Detaining or detention isaterm used for dealing with civilians or other personnel not subject to
Article 2 of the UCMJ.

3.4.2. Apprehension is the equivalent of "arrest” in civilian terminology. It means taking a person
into custody. The same rules apply to detention and apprehensions (examplesinclude use of force and
guestioning techniques). If aperson on baseisin civilian clothing (not easily identifiable asamilitary
member) violates the code, detain, and verify their status. If the detaineeisamilitary member, and it
Is appropriate, apprehend. Any person may report an offense subject to trial by court-martial.

3.4.3. Assecurity police, your responsibility to report includes a requirement to prepare or present an
official detailed account of violations of the UCMJto the proper authorities.

3.4.4. Additionally, you have the authority to correct, caution, or warn a member of the armed ser-
vices for minor infractions of laws and regulations. Keep in mind security police have no authority to
punish an offender so you must be careful that your action does not constitute an admonition or repri-
mand.

3.4.5. Federal Law. Security police also have the authority to enforce other aspects of federal law and
US codes not covered by the UCMJ. Examples which outline the installation commanders responsi-
bility for protecting personnel and property under their jurisdiction include:

3.4.5.1. TheInternal Security Act of 1950.
3.4.5.2. Title10 and Title 18, United States Code, Section 1382.
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3.4.6. Assamilative Crimes Act. Thisact coversany act which although not covered by an enactment
of Congress (Federal Law) has a state law which is punishable if it had occurred within the jurisdic-
tion of the state.

3.5. Reasonable Belief. Apprehend any suspect subject to the code (Article 2) who commits a violation

of the code. Base all apprehensions and detentions on reasonable belief. Reasonable belief is reliable
information that a reasonable, prudent person would believe to be true. Reasonable belief isalso alogical

and rational evaluation of the circumstances of an offense, and of the suspect’s connection with the
offense. Title 18 and the Constitution authorize the detention of civilians for on-base offenses. Since they
are not normally subject to the UCMJ, civilian violators are either referred for judicial disposition by a
DD Form 1805Violation Notice, or turned over to the appropriate civil authorities having jurisdiction,

for judicial determination. While mere suspicion is not sufficient, it is not necessary to have proof that
could support a conviction. You can establish reasonable belief through one of the following:

3.5.1. You actually see the person commit the crime.

3.5.2. You get the description of a person or vehicle from another security police member. For exam-
ple, if the desk sergeant directs you to apprehend or detain a particular person for assault on another
person, you now have reasonable belief.

3.5.3. You receive a statement by a reliable person. Itis very hard to determine a person's reliability.
You have to use your judgment and/or past experience to determine the validity of this information.
Be sure of your source before you take action.

3.5.4. A superior in your chain of command orders you to apprehend. Remember, all NCOs, petty
officers, and commissioned officers have authority to apprehend, anyone violating any section of the
UCMJ.

3.5.5. Complainant or victim identifies the alleged perpetrator.

3.6. Posse Comitatus Act. The United States Congress enacted the Posse Comitatus Act in 1878 to
restrict use of federal military personnel to enforce civil law except as authorized under Title 18, United
States Code, Section 1385. For a more in depth explanation of the Posse Comitatus Act see AFI 31-201.

3.6.1. Historically, Posse Comitatus referred to a summons for all able-bodied males to form a posse
to aid the sheriff in keeping the peace or to pursue criminals. During Reconstruction following the
Civil War, US Marshals in occupied southern states often called on federal troops to form a posse to
enforce local laws. Once the southern states regained representation in Congress, an Army appropri-
ations bill was amended to prohibit using the Army troops "as a Posse Comitatus.” This same legisla-
tion applies to the Air Force. Security police cannot enforce civilian laws.

3.6.2. This act is broad as it prohibits the US Air Force or any other branch of the US armed forces
from executing state or federal laws. Air Force security police acting under authority of the US Con-
stitution, an act of Congress, or under Presidential direction are exempt.

3.6.3. The Department of Defense Authorization Act of 1982 added a chapter titled "Military Coop-
eration with Civilian-Law Enforcement Officials" to Title 10, USC. US armed forces can now assist
civilian officials by providing information, equipment, facilities, training, and advice as long as it
does not affect military preparedness. In addition, any assistance we give must not violate other laws.
This program is implemented in the Air Force through DoD Directive 5525é& ations Support to

Civilian Law Enforcement Officials.
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Chapter 4
COMMUNICATIONS

4.1. Communication Systems. The security police communications system is acritical e ement of law
enforcement operations. Through this system, transmit voice reports to the control point (law enforce-
ment desk) where law enforcement operations are managed. Timely reporting enables prompt reaction to
threatening events. Key components of security police communications include:

4.1.1. Telephone (base and cellular).
4.1.2. Secure phones.
4.1.3. Pagers.

4.1.4. Variousradio nets which may include security and law enforcement, with associated repeaters
and trunkers.

4.1.5. Computer access to the Air Force Law Enforcement Terminal System (AFLETS).
4.1.6. Alarm systems.

4.1.7. 911 emergency telephone systems.

4.1.8. Hotlines.

4.2. Primary Means of Communication. Intrabase Radio (IBR; nontactical radio) consists of a base
station, base station remotes, portable radios, and mobile two-way radios.

4.2.1. Base Station. The “base” is a fixed, two-way radio usually located at security police law
enforcement desks, used to send and receive calls.

4.2.2. Base Station Remotes. Remotes are amplifiers connected to the base station by telephone lin:
that use the base station to send and receive calls. Install this type of radio on fixed posts, which cal
then talk with the base station and other radios on the net.

4.2.3. Mobile Two-Way Radios. Install mobiles in security police vehicles, which will enable those
patrols to talk with the base station and other radios on the net when approved by the control center
law enforcement desk. Mobile systems offer the advantage of communicating over great distances ir
widely dispersed areas. Some mobile radios can be removed from the vehicle and carried as a port:
ble radio.

4.2.4. Portable Radios. Portables are small, low power radios used to talk over a short distance
Security police use these radios on walking posts, stake-outs, and at other times when a mobile o
fixed post radio cannot be used.

4.3. Backup to Primary Communication. Backup communications consist of telephones or manual
signal techniques.
4.3.1. Use telephone systems for routine administrative matters.

4.3.2. Telephone service is available through the base communications unit. These phones are nol
mally located on fixed posts such as gates and main entrances and connect to the law enforcemel
desk. Cellular phones and pagers also provide alternative methods of communication.
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4.3.3. Fixed security posts (e.g., Central Security Control (CSC), entry control points, master surveil-
lance control facilities, and fire team facilities) offer alternative communications.

4.4. Secondary/Backup Communications--Manual Signal Techniques. Use locally devised manual
signalsin the event radio and/or telephone systems become inoperative. Transmit signals by flags, lights,
pyrotechnics, hand and arm, or other prearranged methods. Manual signals are suitable for transmitting
prearranged messages rapidly over short distances as well as for recognizing and identifying friendly
forces.

4.4.1. Hand and Arm. When unable to use primary communications use hand signals. For example,
consider using hand signals when silence is necessary or when the noise level istoo high for oral com-
munications. Personnel giving hand and arm signals should execute them smartly and know the loca-
tion of personnel to ensure signals are received.

4.4.2. Flashlight. Use aflashlight to attract attention, show position, or disseminate codes. Use the
multicolored lenses found in the issued flashlights for different signals.

4.4.3. Flares. Useflares during daylight or darkness to give position, attract attention, or disseminate
prearranged signals.

4.4.4. Smoke. During contingencies, smoke may be used during daylight hours to give position,
attract attention, or disseminate prearranged signal.

4.4.5. Whistle. Use awhistle to attract attention when an operational radio or telephone equipment is
not available.

4.5. Radio Procedures. Practice improves message transmission and reception. Know your local
transmission procedures. Use these procedures to make sure that the radio net works well, especially dur-
ing emergency conditions.

45.1. Call Signs. Each post/patrol with aradio is assigned a combination of words and phonetics

(letters and/or numbers) used to identify the post/patrol. These “call signs” simplify, clarify, and
make communications more protected (preclude disclosing individual's nhame). When contacting
another post/patrol, the calling station first identifies the station being called, followed by their call
sign, for example, “Police One, this is Base Police.” In this example the law enforcement desk (Base
Police) is calling Police One (a law enforcement patrol). In addition, all patrol units should provide
the net control station with their location and status (busy or in service) when acknowledging a radio
call. Police One will now respond to Base Police, “Base Police, this is Police One at 4th and H Ave-
nues, ready to copy.”

4.5.2. Procedure words (Prowords) are used in radio/telephone communications to shorten transmis-
sions and facilitate message reception. (See Attachment 5)

4.5.3. Clear speech. Security police who use the radio should use clear speech procedures. Keep the
message short and use as few words as possible. Example:

Base Police: "Police One, this is Base Police."
Police One: "Base Police, Police One at the library. All secure.”

Base Police: "Police One, contact Airman Jones at Dormitory 431, Room 27, reference theft. Acknowl-
edge."
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Police One: "Base Police, | copy Airman Jones, Dorm 431, Room 27, reference theft. Police One, out.”

4.5.4. Use the phonetic alphabet (see Attachment 5) when accurate communication is critical.
Speech transmitting techniques used in radio/telephone communications are extremely important.
Transmit words that are normally difficult to understand in radio/telephone communication, abbrevi-
ations, and groups of letters using the phonetic al phabet.

4.5.5. Duress signals or words, often referred to as codes, are designed for transmission in a manner
which is not noticed by an untrained person, but alerts a security policeman receiving the signal. Use
locally developed duress codes for emergency or distress situations.

4.6. Prohibited Radio Practices. When using the radio, security police should know Federal Communi-
cations Commission (FCC) prohibited practices:

4.6.1. Use of profane or obscene language.
4.6.2. Transmission of superfluous (unnecessary or extravagant), false, or deceptive signals.

4.6.3. Transmissions not in accordance with the limitations of a station license or by an unlicensed
station. For example, the license granted to security police limits range to 150 miles and does not
alow for transmitting music or commercial radio signals.

4.7. Interference. Interferenceis natural or man-made radiation of electrical energy that causes diffi-
culty in reception of signals. Electrical devices such as vehicle ignition systems, sparking brushes on
motors or generators, and similar kinds of machines that generate an electromagnetic field are examples
of man-made interference. Natural source interference occursin four classifications:

4.7.1. Atmospheric interference from electrical storms.

4.7.2. Solar and cosmic interference from eruptions on the sun and other stars.

4.7.3. Static from charged precipitation particles in the atmosphere.

4.7.4. Propagation fading from disturbances in the medium through which radio waves pass.

4.8. Jamming. Jamming is deliberate interference intended to prevent reception of signalsin a specific
frequency band. Transmitting radio waves that obscure or obliterate information normally received by
electronic communications devices constitutes jamming. Jamming disrupts radio communications and
may surprise, confuse, and/or mislead radio operators. There are two basic types of radio jamming:

4.8.1. Spot jamming isthe transmission of a narrow-band signal to interfere with a specific frequency
or channel.

4.8.2. Barrage jamming is the transmission of awide-band signal to interfere with as many channels
as possible.

4.9. Reports. Report all jamming and interference to your local communications sguadron.
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Chapter 5
PATROL AND LAW ENFORCEMENT DESK SERGEANT DUTIES

5.1. Patrol Purpose. Security police patrol to provide protection for Air Force personnel and resources.
Your primary duties as alaw enforcement patrol include: protecting personnel and property, preventing
pilferage, enforcing the traffic code, maintaining good order, giving information and directions, perform-
ing escorts and building checks.

5.2. Safety. You have the greatest amount of contact with the public in an uncontrolled environment

while on patrol; more so than any other aspect of law enforcement. Security police have been victimized

by disregard for their own safety in thisenvironment. Air Force installations have less violence per capita

than society at large. This circumstance creates careless duty behaviors that demonstrate lax attitudes

such as, “It can’'t happen here,” or “It can’t happen to me.” Sadly both of these perspectives are wrong.
Fatal incidents involving security police validate the testament that, in reality, Air Force installations are
mere microcosms of an ever increasing violent society. Security police law enforcement duties place you
on the front line against violence. Military police safety is as paramount as it is for our civilian counter-
parts. Often times there is little warning before an emergency, crisis, or attack occurs. Always remain
alert for the unexpected.

5.3. Typesof Patrols. The use of a specific type of patrol is tailored to the needs of your installation.
Some situations may call for the use of bike or walking while others may require motorized patrols. You
may perform any or all of the following types of patrols:

5.3.1. Motorized. This method provides mobility and improves the capability to cover a large area of
the installation while carrying equipment and personnel. Effective motorized patrols vary their
routes. Do not set a pattern or establish a routine!

5.3.2. Foot and Bike. Assign these patrols to smaller areas on the installation or those areas with a
higher concentration of resources, population, and/or criminal activity. Portable radios link these
patrols to the desk and other patrols. Military working dog (MWD) teams may supplement these
patrols. Refer to AFH 31-22@he Military Working Dog Training Program, for details on how to

best employ military working dog teams.

5.3.3. Reserve. Provide a reserve response capability for emergencies. They may include the ele-
ment leader, the law enforcement or security element sergeant, or security back-up force.

5.3.4. Special Purpose. These patrols usually combine motorized, foot, and bike patrols. Special pur-
pose patrols support unique events (e.g., distinguished visitor conferences, base open-house or air
shows, or unique mission aircraft landings). Other types of patrols that meet special purposes include
horse and boat patrols.

5.4. Traffic Patrol. The main purpose of traffic enforcement is to reduce traffic accidents and eliminate
congestion. Your goal is to enforce the base traffic code sufficiently to ensure the safe movement of traf-
fic. Use selective enforcement to target areas with a high incidence of traffic code violations. As the
focal point for data collection, the Reports and Analysis Section can help pinpoint traffic problem areas.
Consider accident and congestion analysis to determine selective patrolling and enforcement efforts.
Guardmount briefings should include selective enforcement information to include priorities of offenses,
times, and places. Remember, selective enforcement does not call for issuing a citation for each infrac-
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tion. While the process of selective enforcement does call for you to correct traffic problems, keep in
mind that you have the discretion to issue verbal or written warnings to correct violations.

5.5. Law Enforcement Desk Sergeant. This duty offers prestige and satisfaction. The job also comes
with alot of responsibility. Your tour of duty can be busy and strenuous. A desk sergeant must have the
ability to function under stress, communicate effectively, and think quickly. Y ou must have the experi-
ence and ability to take control and direct alaw enforcement element when the need arises. Desk ser-
geants should be totally familiar with the geography of the base (location of all facilities and the flight
line, if applicable). Know locations where the crime rate is high or where disturbances occur most fre-
quently. Itisyour responsbility to stay informed of local problems and effectively use patrols. One of
the essential functions of the desk sergeant is to maintain the desk blotter which documents the element
activities.

5.5.1. Local Law Enforcement. At each installation, there are other law enforcement agencies you

may call on should the need arise. It isimportant to know which agency to call for assistancein every

situation. Such agencies include:

5.5.1.1. Air Force Office of Special Investigations.
5.5.1.2. The Federal Bureau of Investigation (FBI).
5.5.1.3. Local Police.

5.5.1.4. Sheriff’s Department.

5.5.1.5. State Police/Highway Patrol.

5.5.1.6. USMarshal.

5.5.1.7. Host nation law enforcement agency.

5.5.2. Investigative Jurisdictions. AFOSI isthe proper agency within the Air Force to make referrals

to other Federal, State, and local agencies of criminal matters falling within the scope of AFOSI’s
investigative mission. Time permitting, contact the local AFOSI and request their assistance in noti-
fying the proper law enforcement agencies for help with serious criminal incidents. ldentify the local
jurisdiction venues before you contact other agencies for assistance. As a desk sergeant, you need
know which local law enforcement agencies have jurisdiction over civilians who commit offenses on
the installation. Often, two or more local agencies may have jurisdiction. Check locally established
guidelines or consult higher authority (Operations Officer, Installation Chief of Security Police, JAG)

to assist in determining which agency to call. Clearly understand the four types of jurisdiction in
Chapter 3 of this handbook.

5.5.3. Law Enforcement Desk Communications. The desk sergeant normally uses two primary types
of communications: The telephone and nontactical radios.

5.5.3.1. The base telephone system establishes communications between the law enforcemer
desk, other base agencies, and fixed posts. Telephones may consist of military or commercial sys
tems.

5.5.3.2. The radio is the primary means of communication between the desk and patrols.

5.5.3.3. The base station is either a fixed or transportable radio operated by either battery or 110,
220 volt circuit. The desk sergeant maintains radio discipline and controls all radio communica-
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tions. Those who use the security police radio use “clear speech,” appropriate call signs, and are
short, accurate, brief, and concise transmissions.

5.5.4. Routine Duties of the Desk Sergeant. As a desk sergeant, you must take and give information
quickly and accurately. You must communicate and exhibit a positive, professional attitude when
dealing with the public. No matter how hectic and stressful circumstances become (e.g., multiple inci-
dents, hostile telephone callers), you should maintain your composure and control of the situation.

5.5.4.1. Dispatching patrols is a very important task of the desk sergeant. Know the most direct
routes to incidents as well as hazards so you can orchestrate safe dispatches to emergencies. The
desk sergeant must know the police call signs and dispatch based on the emergency using the
response codes listed in paragraph 6.3.1.

5.5.4.2. Maintaining FormsFilling out and processing required forms is a critical job that
requires accuracy and compliance with local governing directives.

5.5.4.3. Alarms.At most bases, you are responsible for monitoring the alarm panel. It is imper-
ative that you become highly knowledgeable of the alarm systems. You are responsible for con-
ducting alarm system checks and reporting deficiencies. You should maintain lists of persons
authorized to open and close alarmed facilities and local authentication codes to verify the open-
ing and closing of such facilities. In addition, you should have duress codes for each facility. In
case of an alarm activation, you must know base antirobbery procedures and checklists to ensure
adequate response. If multiple alarms occur, you will dispatch patrols according to base priority.

5.5.4.4. Central Depository. A central depository provides small fund activities temporary stor-
age of daily operating cash during nonduty hours. As the desk sergeant, you may control activity
in the central depository (e.g., verifying/granting access, logging opening and closing, and fund
escorts).

5.5.4.5. Corrections Facility. When the base corrections facility is located adjacent to the law
enforcement desk, your responsibilities may include monitoring the good order, health, and wel-
fare of the prisoners. Use local procedures to assist in the execution of this duty. Familiarize
yourself with detention, transfer, release, and local emergency procedures.

5.5.4.6. Emergency ProcedurdSach security police squadron or element should have a locally
devised duress code and system to communicate between posts, patrols, and the desk sergeant.
You must remain alert at all times. Duress situations require immediate and expeditious
responses. Normally, all bases have emergency notification/recall procedures. Usually, it's the
desk sergeant’s responsibility to implement procedures during emergency situations. Use local
checklists to notify/recall essential personnel.

5.5.4.7. Checklist. You should have checklists available to cover local emergencies. Examples
of such emergencies include confrontation management, antirobbery, natural disaster, bomb
threat, aircraft accident, antihijacking, mass casualty, emergency security operations, and emer-
gency corrections procedures (prisoner escape, prisoner disorder, power failure, fire). Use these
checklists to guide your emergency response. There is no checklist that will substitute for com-
mon sense so remember that checklists are only guidelines designed to provide minimum require-
ments. Be prepared to take actions above and beyond checklist standards. As mentioned
previously, the law enforcement desk will serve as the communications nerve center for all law
enforcement activities. Given this tremendous responsibility, you should learn to carefully weigh
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al factors affecting each situation to provide that important link between checklists, procedures,
and information flow during incident management.
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Chapter 6
VEHICLE EMERGENCY EQUIPMENT AND PROCEDURES

6.1. Emergency Equipment Use. Minimum vehicle emergency equipment includes roof /dash mounted
warning light bars/system, siren, spotlight, and public address that is normally part of the vehicle land
mobile radio system. Use emergency equipment when directed by a supervisor, based on the nature of the
dispatched call, or when the situation dictates. Remember, using your emergency equipment is not justi-
fication for unsafe driving.

6.1.1. Emergency Lights. Use emergency lights to signal other drivers that emergency conditions
exist and you are requesting the right-of-way. Y ou cannot safely assume that emergency lights will
guarantee your patrol vehicle the right-of-way. Never take the right-of-way. Lives may depend on
your safe arrival at ascene. When emergency conditions exist, use emergency lightsin the following
circumstances:

6.1.1.1. When stopping traffic violators. Y ou may need both lights and siren to stop aviolator.
6.1.1.2. When assisting motorists parked/stopped in hazardous | ocations.
6.1.1.3. When the patrol vehicle is parked/stopped on the roadway.

6.1.2. Emergency Siren. The siren isfrequently used simultaneously with the emergency lights. The
siren may have a startling effect on other drivers on the road, resulting in erratic and unpredictable
driving behavior. Important considerations include:

6.1.2.1. Usesirento signal violatorsto drive to the right of the road when other means of attract-
ing the violator’s attention have failed.

6.1.3. Consider using emergency lights and siren in combination in the following circumstances:
6.1.3.1. When responding to an emergency.
6.1.3.2. When responding to acrime in progress.
6.1.3.3. When stopping traffic violators.

6.1.4. Spotlight. Use the spotlight to aid you in low or no light conditions and/or when there are haz-
ardous conditions. Examplesinclude: Late one night you are detailed as afunds escort. Upon arriv-
ing at the depository you find the lighting in the area inadequate. Use your spotlight to provide
additional illumination. Be sureto visually check the area before leaving your patrol vehicle and keep
the light on for the duration of the escort. Following atraffic stop of a known felon, use the spotlight
to illuminate the interior of the violator’'s car. This use of the spotlight keeps all occupants within
view, illuminated, and at a disadvantage when looking back toward the police vehicle. In this situa-
tion, exercise care to remain behind the spotlight so as to not become silhouetted by the light. Also,
avoid looking into the light because you will loose your night vision.

6.1.5. Public Address System. The public address system is particularly valuable to you when stop-
ping atraffic violator. You may direct the desired actions of aviolator from a safe distance, minimiz-
ing hazards to yourself and fellow officers. However, this should not be the routine way to handle
traffic stops. Use the public address system to direct personnel when a street is temporarily
obstructed, aert pedestrians to hazardous conditions, and communicate with other persons/emergency
units involved with crisis relief.
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6.2. Other Recommended Equipment For Vehicles. Additional, non-fixed, equipment should include:
6.2.1. Genera purpose (ABC), 2-1/2 pound dry chemical fire extinguisher.

6.2.2. Evidencekit. Contentsare alocal determination. Some items may include finger-print materi-
als, evidence bags, forceps/tweezers, surgical gloves, chalk, and “DO NOT ENTER” tape.

6.2.3. Accident investigation equipment. Contents are a local determination (flares, traffic cones,
reflectors, distance measuring device).

6.2.4. Blanket.
6.2.5. First aid kit.
6.2.6. Rifle or shotgun storage rack, as required by mission/MAJCOM.

6.2.7. Blood borne pathogens protective kit containing one-way CPR mask, surgical gloves, surgical
mask, and other contents as determined by the CSP in consultation with the installation medical
officer.

6.3. Response Procedures. The law enforcement patrol is usually the first authoritative official to arrive

on the scene of an incident. There are many types of incidents you will manage. Regardless of the typ
of emergency, operate your vehicle with extreme caution. Driving under emergency conditions does nof
relieve you from the responsibility to drive with due regard for safety of all persons, nor will these provi-
sions protect the driver from consequences of his or her disregard for the safety of others. You respond t
an incident as Code 1 (Routine), Code 2 (Urgent), or Code 3 (Emergency). Most often the desk sergear
will direct the response code. However, situations will occur requiring you to make the proper response
decision.

6.3.1. Response Codes. When a call is assigned Code 1, you respond by observing all applicable tra
fic laws. Never use emergency lights or siren for any routine call. As per AFI 380dity Police
Sandards and Procedures, if you become aware of circumstances unknown to the dispatching
agency, you may upgrade the response to Code 2 or Code 3. A call requiring an immediate respons
to a non-life threatening emergency is normally assigned a Code 2 or “urgent” priority. Respond by
observing all applicable traffic laws. Use emergency lights for all urgent calls. Sirens are not autho-
rized. A call requiring an immediate response to a life-threatening emergency or in response to ar
emergency involving Air Force priority resources is normally assigned an “emergency” or Code 3 pri-
ority. The use of emergency lights and siren is mandatory; however, use common sense wher
approaching the scene of the emergency. If the emergency lights and siren put security police, vic-
tims, or bystanders in peril, turn them off at a safe distance from the scene. Although not designed a:
a response code, use the term Code 4 to obtain an outstanding wants and warrants check on a speci
person or vehicle.

6.3.2. Arriving at the Scene. As you respond to any incident, mentally prepare yourself to perform
the necessary duties. Your primary functions at the scene are to preserve the scene, help victims, ar
maintain communications with the desk sergeant and other patrols. Upon arrival at an incident, ensure
that the patrol vehicle is properly parked. Avoid having your patrol vehicle blocked by debris, other
vehicles, or on-scene obstructions. There may be additional units (fire or ambulance) enroute. Thus
do not block the entrance to the scene. Once you have secured the scene:

6.3.2.1. Assess the situation.
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6.3.2.2. Neutralize hostile situations.

6.3.2.3. Attend to any injured.

6.3.2.4. Keep the desk and other patrolsinformed of the status of the situation.
6.3.2.5. Identify backup requirements (police, fire, and ambulance).

6.3.2.6. ldentify witnesses and advise them to remain at the scene for interviews.
6.3.2.7. Protect and process the crime or accident scene.
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Chapter 7
FLARES

7.1. Use of Flaresand Warning Markers. You should use highway flares on public roads to control
vehicular traffic at accident scenes or occurrences such asfires, roadblocks, or landslides. Highway flares
are atemporary measure to control traffic for arelatively short period. Useflaresuntil the Situation is cor-
rected or alerting devices (e.g., barricades, directional signs, or flashers) are available. Experience has
taught that there is adanger in having too many flares placed at the scene. Too many flares, blending with
the flashing lights of stopping and emergency vehicles, can cause confusion. Motorists may: Stop, cross
the pattern, lock their brakes and possibly join the accident you are investigating or, create another acci-
dent. Flares can cause an adverse effect on traffic flow in the other lanes known as curiosity slowing.
When the roadway is clear, direct all stopped traffic to leave the scene and extinguish the flares as
described below.

7.2. Hazards Associated With the Use of Flares. The greatest danger associated with using flares
occurs during the lighting and handling process. Follow these safety rules:

7.2.1. Find out if thereis a fire danger before lighting flares. Look for leaking gasoline and other
flammable substances. Keep all fire at a safe distance, including lit cigarettes, cigars, and pipes. Find
out if wind conditions are such that a flare may start a grass or forest fire. Remember, fuels such as
butanes are heavier than air and will settle into ditches and storm sewers. Heavy gases ignited in a
confined place may result in aviolent explosion.

7.2.2. Tolight aflare, point it away from your body and down towards the ground and then strike the
primer. Flares have atendency to pop when struck. Therefore, turn your head and protect your eyes
anytime you ignite aflare. Place the cap on the rear of the flare.

7.2.3. Molten material drips from flares. If you hold aflare there is the potential to burn yourself or
other people at the scene. Keep flares away from your body by extending your arm. Never hold the
burning end higher than the other end. Hold flares to the side, never to the front, and never above
shoulder height.

7.2.4. Burning flares give off smoke that can cause discomfort if inhaled for prolonged periods.
Stand upwind from flares and keep them downwind when directing traffic. Never encircle yourself
with burning flares when directing traffic as you may succumb to the smoke and vapors.

7.2.5. When burning, flares become molten for some distance back from the actual flame. Exercise
caution when picking up aburning flare. To extinguish aflare, grasp by the end away from the flame
and gently tap the burning end on the pavement to get the molten part out, then snuff out the flame.
Do not step on flares. A burning flare may burn through the sole of your shoe and cause a severe
injury.

7.3. Flare Placement. Alwayswalk toward oncoming traffic when placing flares at an accident scene.
Never turn your back to oncoming traffic. When two security police are present, one should immediately
begin to protect the scene and set up the safest traffic flow pattern. The second patrol should assess the
extent of injuries and render first aid. When you are alone at the scene and cannot readily clear an
obstruction, use certain time savers. Placeflaresin acrisscross pattern or stack them so that when the first
flareisamost burned out, it will ignite the next flare. Remove caps from flares before stacking. Another
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time saver isto pull the caps from the flares before you walk toward the traffic. Thistechnique allowsyou
to light flares and place them as you walk away from the scene. Thereis no one best method for position-
ing flares. Where you place flareswill vary depending on the accident, roadway, weather conditions, and
what you wish to accomplish. Evaluate each situation and use your best judgment to place the flaresin
locations that will provide a reasonable amount of safety.

7.4. Highway War ning. Reflective traffic warning devices (e.g., triangles) are normally required by
highway traffic safety regulations for trucks. Consider using fluorescent traffic markers or conesin place
of flares, particularly if flares pose a danger or traffic control will last for arelatively long period. These
devices do not create the fire hazard of flares, and you do not have to replace them. Place these devices at
the accident scene in the same basic pattern detailed for flares. Generally, there are fewer traffic markers
or cones available, space these devices further apart than flares. In many situations, the combined use of
flares, highway warning devices, and traffic marker gives the greatest protection for the accident scene
and the best method for controlling traffic. In these cases, consider alternating placement to complement
each other and provide clearer warning to oncoming motorist.
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Chapter 8
VEHICLE STOPS

8.1. TheRole of Security Police. Your roleisto observe, detect, and prevent violations of traffic laws
and to take appropriate enforcement action when observing violations. Y our action should demonstrate a
professional attitude and serve to improve the relationship between the public and security police. Take
all necessary precautions to ensure the safety of all security police when stopping and approaching a traf-
fic violator. Y ou should also take violator safety into consideration before you choose a course of action.
These precautions and considerations will vary according to visibility, traffic, terrain, and type of stop.

8.2. Discretion. Y ou should take appropriate enforcement action for each violation of the law witnessed
or reported to you. Do not limit enforcement action to issuing citations for each and every violation. Use
your judgment to exercise discretion when enforcing traffic laws. Specifically, if you believe averbal or
written warning will prevent repeat violations, then use those alternatives. Do not view enforcement
action as an opportunity to scold, belittle, berate, or otherwise verbally abuse a traffic violator. Accom-
plish all enforcement actions in afirm, fair, impartial, and courteous manner using one of the following
methods:

8.2.1. Apprehension. Base decisionsto effect apprehensions on sound legal principles as opposed to
peripheral issues such asthe violator’s "attitude.”

8.2.2. Citation. Issuing atraffic citation is appropriate for the mgjority of traffic violations. Issuethe
traffic citation to all violators who:

8.2.2.1. Jeopardize safe and efficient flow of vehicular and pedestrian traffic.
8.2.2.2. Perform hazardous moving violations.

8.2.2.3. Violate parking ordinances.

8.2.2.4. Operate unsafe and/or improperly equipped vehicles.

8.2.3. Warning. A written or verbal warning is a proper alternative in response to a minor traffic
infraction committed in those areas where traffic mishaps are minimal. Warnings are aso appropriate
for those violations that occur within tolerance generally allowed by local policy and endorsed by
courts. Tolerances would include speeds in excess of legal limit, but less than a speed for which a
citation or apprehension would result.

8.3. Stopping Procedures. When positioned behind a violator, to initiate a stop, take the following
actions:

8.3.1. Firgt, notify the law enforcement desk of the stop location, vehicle description, license number,
and number of occupants plus ageneral description (e.g., three white males) in the vehicle. Y ou must
be familiar with the area. Attempt to stop the violator in an open area with ample space and illumina-
tion. Do not stop the violator on a curve, hill, intersection, private driveway, or business area with
limited parking.

8.3.2. Signal the violator to stop by flashing your emergency lights, use hand signals, sound the horn,
or (if necessary) the siren. These signals should suffice to alert other drivers of the intended stop and
assist in securing the right-of-way for stopping.
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8.3.3. Direct theviolator to pull to theright side of the roadway adjacent to the curb or onto the shoul-
der. If violators must change lanes on multi-lane roads, ensure their safety while changing lanes.
Should violators stop in the wrong lane or location, signal them immediately to move to a safer loca-
tion. If your vehicle is equipped with a public address system, use it to give the violator instructions,
if appropriate. Under no circumstances should you get out of your vehicle until you have affected a
safe stop.

8.4. Vehicle Positioning and Approach. Park your patrol car (2) car lengthsto the rear of the violator's
vehicle and (3) feet to the left. In this position your vehicle protects you from oncoming traffic. You aso
have room to move out of the way if the violator should suddenly try to ram your vehicle. At thisdistance
an adequate arena of performance is established before you exit your vehicle. This aso allows you to
move around and maintain control of the violator while being between vehicles for only a short period of
time. Using a2 car length standard also alows a video recorder, if available, to better record the traffic
stop. Y ou should follow these steps in approaching a vehicle:

8.4.1. Keep all personnel inthe vehiclein sight at all times.
8.4.2. Approach from left side of vehicle.

8.4.3. Stop at the rear bumper. Check the trunk lid to make sure that it isnot gar. If thevehicleisa
van, ensure the rear door is secure.

8.4.4. Check the rear seat and floor.
8.4.5. Stop at the center of the vehicle, just behind the rear edge of the driver’s door.
8.4.6. If you have a partner he/she should:

8.4.6.1. Approach from right side of vehicle.

8.4.6.2. Stop at right rear of the vehicle. NOTE: An alternate approach is to stay at the patrol
vehicle passenger door.

8.4.6.3. Watch people in the vehicle.
8.4.6.4. Beready to assist you.

8.5. High Risk Stops. Anytime you see, follow, stop, or approach a dangerous felon, use the following
guidelines to ensure your safety and that of the public. There are four important things to remember:
Never approach an occupied vehicle, wait for a back-up regardless of how long it takes, use teamwork,
and maintain control at al times. Select a good stopping site. Look for alevel arealarge enough to hold
threeto four carsand onethat is as open as possible. A well-illuminated areais best at night. Unlock the
patrol vehicle passenger side door.

8.5.1. Some positions for the primary and back-up patrol vehicles are:

8.5.1.1. The oblique position where the patrol vehicle parks at a 45 degree angle perpendicular to

the curb line. Center the right front bumper of the patrol car on, and approximately 2 car lengths

to the rear, of the suspect vehicle. This positioning counters suspects who attempt to deploy air

bags by backing into and compressing patrol car bumpers. It is imperative that the patrol car

wheels are turned to the left in the event the patrol car isrammed, which will keep the vehicle from

striking the patrol exiting on the driver’s side. Should you choose an alternative (passenger-side)
approach, turn the patrol car wheels to the right and exercise extreme caution when advancing on
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theviolator'svehicle. Usethis positioning only during daylight hours or in well-illuminated areas.

During low/no-light periods, the patrol vehicle headlights may impair the vision of driversin
oncoming lanes of traffic. Likewise, this position failsto maximize the illumination effects of the

patrol car lights on the violator’s vehicle. At times of low light, request and await a backup while
maintaining an increased vigilance and distance between vehicles.

Figure8.1. Oblique Traffic Stop Position.

—

———

violator

2 car lengths

NOTE: Single file where the back-up vehicle parks directly behind the primary vehicle (front wheels
turned to the left). Use this technique when there is little or no room to pull off the road.
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Figure8.2. Double Abreast Traffic Stop.

e

SP vehicle
violator
10 feet
SP vehicle
2 car lengths

NOTE: Double abreast in which the back-up vehicle parks parallel and to the right or left of the primary
vehicle leave about 10 feet between vehicles and turn front wheels to the left). Use this technigue when
thereisalarge pull-off area (e.g., expanded road shoulder, vacant parking lots).
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Figure8.3. Single File Traffic Stop.

E————

SP vehicle

SP vehicle

violator

2 car lengths

NOTE: Primary vehicle parks directly behind the violator (front wheelsturned to the left). The back-up
vehicle parks offset left providing security police the safety zone from approaching traffic.
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Figure 8.4. Backup Offset Traffic Stop.

—

—— —

SP vehicle
SP vehicle violator

2 car lengths

NOTE: Position the primary and back-up vehicles behind the suspect vehicle at a distance of 30 to 40
feet. Usethistechnique when thereisalarge pull-off area and there is suspicion of increased threat from
the violator (e.g., felony stop, driver/passenger making sudden movements).



Figure 8.5. Double Abreast (Increased Distance) Traffic Stop.

Violator
30 to 40 feet
~10 feet
Vehicle Backup

8.5.2. Primary Vehicle Driver. The primary patrol vehicle driver often has the best observation point
and should therefore give the verbal commands using a public address system. Speak slowly and
clearly. The backup unit serves as the apprehending and search patrol. The backup vehicle driver
takes up a position on the front passenger side of the primary patrol vehicle. The passenger door may
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afford some protection. Other back-up personnel may assist or direct traffic away from the scene.
Follow these steps:

8.5.2.1. Command the driver and all occupantsto place their hands on the headliner of the interior
roof and leave them there until told to do otherwise. Caution all occupants not to make any suspi-
cious or sudden movements. Explain to the occupants in the suspect vehicle that you will give
them a series of commands and that they are not to take any action until you command, "Do it
now!" Confirm understanding, for example, "OCCUPANTS OF THE VEHICLE, NOD IF YOU
UNDERSTAND MY DIRECTION. DOIT NOW!"

8.5.2.2. Next, direct the driver to remove his left hand from the roof, reach across, turn off the
ignition, and remove the keys. Then extend the left hand, holding the keys, outside the window.
Command the driver to throw the keys back toward the sound of your voice. You may, asan alter-
native, command them to drop the keys directly outside the window or that the driver throw the
keys outward. Remember, follow each and every step with the command, "DO IT NOW!"

8.5.2.3. Command the driver to extend his or her hands outside the door and unlatch it from the
outside door handle. Next, have the driver push the door open with the left foot, Slowly step out-
side, and face away from the sound of your voice. The driver-side door of the suspect vehicle
should remain open. Security police remain in a position of cover at all times during this proce-
dure.

8.5.2.4. Command the driver to turn a complete circle counterclockwise (to hig’her left) keeping
hands as high as possible and elbows locked. As the suspect turns, ook for weapons. Stop the
suspect from turning once he/she is facing away from you.

8.5.2.5. Instruct the suspect to keep his/her hands high, elbows locked, and start backing up
toward the sound of your voice. Y ou will direct the suspect back towards your partner, ultimately
placing the suspect at a disadvantage in the prone position for your partner to handcuff. While you
direct the suspect back, you will cover the suspect with your weapon. Y our partner will continue
to cover the remaining vehicle occupants. Once you verify your partner is ready to handcuff the
suspect, you will then cover the remaining suspects in the vehicle. The apprehending patrol then
becomes responsible for the apprehension and control of the suspect.

8.5.2.6. Remove all occupants from the driver's side, if possible. After each occupant exits, the
process beginsagain. The key isto maintain absolute control over all the occupantsin the vehicle
so that they are always within your sight and within the sight of all backup patrols.

8.5.2.7. As each suspect steps back between the two patrol cars, he or she is stopped just behind
the curtain of light and just in front of the primary vehicle’s front door. The apprehending and
search patrol commands the suspect to take a prone position at which time he/she is handcuffed.

8.5.2.8. Suspects will remain face-down on the ground until all are handcuffed and searched.
Then secure the suspects in security police vehicles.

8.5.2.9. After securing all occupants approach the suspect vehicle. If possible, use a MWD for
this purpose. If aMWD is unavailable, consider a ruse, challenging any remaining suspects to
surrender. On occasion someone hiding in the vehicle has surprised patrols. Once you or the
MWD have cleared the vehicle, thoroughly inventory all contents of the trunk and the interior.
Use extreme caution.
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8.6. Dealing With Violators. Maintain professionalism, courtesy, and military bearing towards violators
at all times. Conduct your dealings businesslike. Use military titles for officers as well as Sir" or
"Maam" for officersand civilians alike. Remember, most violatorswill blame their mistakes on someone
else and security police are the closest people around. No matter how irate aviolator may become, remain
cam and, above al, courteous.

8.6.1. Greeting the Violator. When you greet the violator, identify yourself and inform the violator
why you stopped him/her and what action you intend to take (e.g., "Good morning, Sir. | am Sergeant
Doe from the security police. | stopped you because you were driving 30 miles per hour in a20 mile-
per-hour zone. | am going to issue you a citation. May | see your ID card, driver’s license, vehicle
registration, and proof of insurance, please?').

8.6.2. Calming the Situation. The violator will normally offer excuses, rationalize his/her action, or
admit guilt. Your businesslike approach and allowing the violator to talk will often relieve tension.
Do not allow the violator to argue or challenge your actions. Maintain control at all times.

8.6.3. Violator Rights. Take extreme care to ensure that you do not violate the rights of the subject.
Take appropriate enforcement action without wavering because of excuses or reasons for the viola-
tion. The violator’s personality or persuasion should not change the intended action. A bona fide
emergency is not an excuse or persuasion; avalid reason for the violation may exist--listen! After
taking appropriate action return the violator’s identification documents, one by one (e.g., "Sir, thisis
your copy of the citation. Please note the instructions on the reverse side. Hereisyour ID card,
driver's license, registration, and proof of insurance. Thank you, sir. Good day.”).
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Chapter 9
CHECKPOINTS AND ROADBLOCKS

9.1. Checkpoint Operation. The checkpoint is used for unannounced special enforcement, randomly

checking for government property and contraband, or vehicle safety inspections. Secondary benefits

include documentation verification (check for driver’s license, vehicle registration, insurance, barment,
suspension/revocation notices) and use-of-safety equipment. Normally, unless directed by the installation
commander you don’t conduct traffic checks solely to check driver's documents or safety belts. Set up a
checkpoint at a position where oncoming traffic will approach the checkpoint at a slow rate of speed,
which affords patrols manning the checkpoint additional safety. A well-positioned checkpoint will deny
approaching drivers a chance to avoid the traffic stop. Safety of personnel operating the checkpoint and
safety of the public area certainly factor into site selection (e.g., A checkpoint set up just inside an instal-
lation gate on the outgoing side.). Basic guidelines for checkpoints include:

9.1.1. Locate the checkpoint in an area where vehicles can move off the road when necessary. Secu-
rity police working these checkpoints should wear reflective vests.

9.1.2. Outline approach lanes with traffic cones, wooden or rubber stake traffic markers (highway
safety approved), or other visible markings.

9.1.3. Post approved signs identifying driver requirements (e.g., "stop here," "Sobriety Checkpoint,"
or "VEHICLE INSPECTION"). It is vital that these signs are brief, easy to read and understand.
Motor vehicle mishaps have occurred simply because the driver was paying more attention to the
signs than his/her driving.

9.1.4. Consider an arrest barrier, such as a construction barricade, to keep stopped vehicles from leav-
ing the checkpoint without difficult maneuvering.

9.1.5. Keep security police on the alert to see and report methods used to bypass the checkpoint, con-
ceal or discard contraband or other unauthorized items.

9.1.6. Keep operating rules in accordance with base policy.

9.2. Security Police Roadblocks. Use roadblocks for traffic control during public ceremonies and
parades; detouring traffic in natural disasters; stopping or diverting traffic in instances of riots, jail or
prison escapes; and for apprehending wanted criminals. A roadblock is a deliberate obstruction of traffic,
by physical means, at one or more selected points on a roadway, for the specific purpose of checking per-
sons using the highway. The unit using them should do so in an effective, well-disciplined manner or not
only will they fail to achieve the intended purpose, but will also arouse unfavorable public opinion. A
roadblock directly effects persons not involved in a situation, so the resulting inconvenience may cause
some resentment. When a person plans a crime, he must give consideration to the actual crime and his
successful escape. The probability of on-site capture of the perpetrator depends principally on three fac-
tors: (1) the time required by the criminal to commit the act, (2) the likelihood of detection, and (3) time
required for security police to arrive at the crime scene.

9.2.1. Because on-site capture depends upon several variables (discovery, notification time, commu-
nication lapse) the majority of arrests occur after the criminal leaves the scene. Therefore, direct your
efforts toward apprehending the criminal while he/she is fleeing the scene. The immediate activation

of roadblocks is often an effective technique to aid in the apprehension of a fleeing criminal.
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9.3. Roadblocks. Preplan roadblock operations because time does not permit adequate deployment on
any other basis. Training is essential to develop proper roadblock techniques. Determine types and stra-
tegic placement of blockades during the planning stage. |dentify persons who have authority to order and
cancel roadblocksin the planning phase.

9.3.1. Set up aroadblock only on the basis of approved contingency plans (such as armed robbery;
escape of felony suspect or dangerous prisoner; or on order of the commander or security police
supervisor).

9.3.2. Give the seriousness of the crime first consideration. There are no set rules to aid in the deci-
sion to place aroadblock. Crimes of violence, robberies, and escapes would certainly justify a road-
block if other factors were favorable. Similarly, resolve other incidents (e.g., hit and run incidents
involving personal injury, promptly-reported stolen cars) through the use of roadblocks, especidly if
the target area can be immediately identified and effectively controlled.

9.3.3. Evaluate the seriousness of the crime. Then consider whether the information about crime and
the description of the wanted person and vehicle is adequate for identification. Obtain complete infor-
mation. Y ou gain nothing by blocking off a crime sceneif the furnished description was not sufficient
to enable you to identify the suspect. Provide afull physical description; include clothing, mode and
direction of travel, weapons used, and property taken for the patrols setting up the block. It isthe
responsibility of patrols at the scene to determine the time lapse and the method of escape.

9.3.4. The elapsed time between the commission of the crime and its discovery will have a definite
bearing on the value of aroadblock. Speed isessential; time lost obtaining information and establish-
ing the block lessens the probability of apprehending the suspect. A lengthy delay allows a transient
to get out of range or permits alocal criminal to safely "hole up.” Locate the block at a point beyond
which the fugitive could travel in the interval between the commission of the crime and the block
setup.

9.3.5. While planning the roadblock operation, the on-scene commander must take into account
patrol capabilities and limitations imposed by number of personnel available. An area map with loca-
tion of personnel pinpointed is necessary as well as reliable communications among units involved.
Knowledge of terrain, highways, and intersectionsis a necessity. Roadblockswill often require use of
flares, barricades, heavy firearms such as rifles and shotguns, foul weather gear, lights, and warning
signs. Keep these items where you may quickly distribute them.

9.4. Roadblock L ocations. Base selection of roadblock sites on best use of available manpower. Do not
overlook or minimize escape routes. The best place for the blockade provides surprise, safety, and conve-
nience in stopping vehicles. Although there is never any guarantee of safety when you stop an automo-
bile, care in choosing the roadblock site can help reduce the risks.

9.4.1. Obstructions such as bridges and road construction projects help slow down and channel traf-
fic. Other terrain features, such as hillsides and ditches, may offer protection. Although intersection
locations may allow more space to operate, they also permit more avenues of escape and may compli-
cate traffic control. Residential areas provide more opportunities for the fugitive to turn off without
causing suspicion. Residential roadblocks create danger to the public. Choose a strategic location.
Block the greater portion of the highway leaving only a narrow passage for traffic to pass through
after the check.
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9.4.2. Deploy individually and not in one group at aroadblock site. Grouping provides asingletarget
for gunfire or for an oncoming car. Stop all traffic, investigate the car and occupant before permitting
to pass. Avoid the temptation to wave familiar faces through a blockade. Stop every car and check
thoroughly. Fugitives often hide in a car, forcing (kidnapping) the driver to take him/her through the
roadbl ock.

9.4.3. If conditions warrant and enough personnel are available, station patrols at successive posts
along the highway to take action if a fugitive opens fire or tries to run the first blockade. Placing
patrols on both sides of the road is a dangerous practice as they may get in each other’s line of fire.
Determine cover positionsfor each patrol ahead of timein the event it becomes necessary to use them.

9.5. Manning Roadblocks. When manning a roadblock established to capture a fugitive, know the
nature and seriousness of the crime. Have an accurate description of the vehicle and the wanted person.
Know if there are any weapons involved, type, and the suspect’s likelihood of using weapons or offering
resistance. If possible, have the suspect’s previous record relayed to you. Thisinformation will help you
estimate the amount of force necessary in apprehending the person.

9.5.1. You need to know who isin command and at what intervals you are to contact the control
point. Know how to providerelief. Y ou must understand your authority to stop vehicles on the high-
way, the extent of the check, when to employ firearms, and the means to handle any vehicle refusing
to obey your order to stop.

9.5.2. To check vehicles effectively and safely, assign patrols in sufficient numbers to the block
points. A minimum of three patrols are necessary in areas of light traffic. One patrol will approach
and check the car. The second patrol will provide back-up for the first patrol by scanning waiting or
approaching vehicles. The third patrol, stationed some distance before the barricade, will note the
action of any car turning off or around before reaching the check point. Thethird position isimportant
since the possibility of spotting and avoiding the check neutralizesthe block. If the terrain or highway
construction prohibits an unnoticed turn-around, the third patrol may remain at the roadbl ock.

9.5.3. Uniformed security police should man blockades so they are easily identified when stopping
vehicles and checking passengers. Police vehicles with prominently displayed warning lights and
signs will lessen the possibility of misunderstanding. Many uninvolved people may be inconve-
nienced, so courtesy is extremely important in these stops.

9.6. Types Of Roadblocks. There are two basic typesof roadblocks: The fixed roadblock and the circle
system.

9.6.1. Fixed roadblocks are on one road controlling travel into and out of an area. Store equipment
for fixed roadblocks at predetermined points. In remote areas, keep equipment at service stations, fire
stations, or similar locations. Barricades of this type consist of strong, well-marked structures, aug-
mented by blockade markers, flares and reflectors, warning signs, and may include strategic position-
ing of patrol cars on the roadway itself.

9.6.2. Circle System. Thissystem isdesigned to completely contain a suspect in agiven area. Block
every possible avenue of escape. Stop all traffic and investigate each motorist thoroughly. Determine
the location of blocking points by using the crime scene as the center and drawing a circle on a map.
The radius of the circle is determined by time--the estimated time lapse from the commission of the
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crime to the establishment of the roadblock. Dispatch some units to blocking points and others to
patrol inside the circle.

9.7. Blocking Techniques. The general position of the parked patrol vehicleis at a45 degree angleto the
traffic flow. In this position you can both observe and maintain mobility. Mobility is one of your assets
in the situation. When an extensive check of vehicles would significantly bottleneck traffic, slow traffic
to a speed that will enable you to check passing vehicles and occupants without bringing them to a com-
plete stop. Also, terrain at some locations may prevent a compl ete stop.

9.7.1. Two-lane roadways. On atwo-lane road, to stop traffic traveling only in one direction, park

your vehicle at a 45 degree angle to the traffic flow, partially on the roadway, blocking the lane used

by oncoming traffic. The normal speed of traffic on the highway will determine the placement of

warning signs and devices. When you place signs ahead of the block, think about stopping distances
(including the reaction and braking time). Also choose a strategic location so asto retain the el ement

of surprise and reduce probability of aturn-around. Generally, place signsin the center of the road-

way facing ongoing traffic. Make the sign’s lettering large enough to read at a distance and illuminate
in darkness.

9.7.2. Place a stop sign at the roadblock point. Use a regular highway stop sign. Flares, signs
obstructions, lights, properly positioned vehicles, and appropriate armaments will make the roadblock
safer for you. At night, the patrol investigating stopped vehicles should stay off the road and out of
oncoming headlights. Provide sufficient illumination from another light source for approaching
motorists to easily recognize the police patrol. Once a car has stopped, approach it on the driver"
side, from the left rear of the vehicle, same as executing a vehicle stop.

9.7.3. While you are checking the vehicle, a second patrol should take an overwatch position on the
opposite side of the patrol car. Use the engine of the car as a shield and keeping the entire area co
ered. If a third patrol is present that patrol should take advantage of natural cover on the opposite sid
of the road. The third patrol must stay even with the blockading vehicle and out of the firing line of
the second patrol.

41



Figure9.1. Sample Roadblock.
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Chapter 10
INSTALLATION ENTRY CONTROL AND ENTRY POINT CHECKS

10.1. Ingtallation Entry Control. Most Air Force bases are “closed” basésr Force entry control

points provide positive control over access to these installations. Key elements that validate positive
entry control include the installation entry controller, visitor reception center, and established entry proce-
dures.

10.2. Installation Entry Controller. Installation entry controllers, commonly referred to as gate
guards, are Air Force ambassadors in that they are the first point of contact with the public, who often
judge the entire installation by their appearance and performance. Although normally assigned to the hos
security police squadron, the gate guard protects the entire installation as its first line of detection anc
defense against unwanted and illegal entry, ensuring only authorized and properly identified personne
enter the installation. It is for these reasons that most installation commanders establish a gate guard pr
gram. Proper management of this program requires recognition of the importance of the installation entry
controller.

10.2.1. Key Qualifications Gate guards serve an important role and function. While on duty and
posted, they act as the first line of defense to the base. Equally important, they provide the first visual
impression of the base as personnel enter. This emphasizes the critical requirement for the gate gual
to look sharp while at the same time remaining vigilant to breaches of security. Additionally, gate
guards are constantly alert to detect infractions such as individuals driving while impaired and other
violations. Personnel performing duties as gate guards must know and display confidence in the
enforcement of installation entry control procedures, detection of impaired drivers and application of
approved sobriety tests, and local policies on suppressing theft and pilferage of government property
through the execution of random vehicle inspections.

10.2.1.1. The installation entry controller must reflect the personal motivation, military bearing
and appearance, professionalism, and positive attitude toward the public that exemplify the Air
Force operating style and tradition. To perform their duties properly, gate guards should demon-
strate a business like, yet courteous demeanor which depicts Air Force strength and dignity anc
prohibit loitering on post. Our gate guards must give sharp and professional military salutes and
hand signals, no careless or half-hearted waving. Additionally, they should not eat, loiter, chew
gum or tobacco, or smoke on post.

10.2.2. Selection and Trainind.he foundation for a successful installation entry control program is

a solid screening, selection and training process. Consider only highly motivated, articulate individu-
als who display the right professional image for this high visibility position. Local policy will deter-
mine the mechanics of the selection process, however, factors such as ability to communicate with the
public and professional composure remain key elements. Establish a training and knowledge enrich
ment program building on that normally received by law enforcement personnel. This training should
include, but not limited to, courtesies, human relations and dealing with the public, dress and appear-
ance, and comprehensive knowledge of the installation layout.

10.2.3. Uniforms and Equipmenthe wear of the military uniform reflects the individuals pride and
attitude towards the Air Force, the unit, and self. AFI 36-2808ss and Appearance of Air Force
Personnel, and MAJCOM supplements provide for a distinctive uniform for gate guards which allows
them to project a professional military image and provides for that “all important” first impression.
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Wear standard issue web gear with the standard issue handgun. Functionally arrange other necessary
items such as radio, handcuffs, etc., according to local policy.

10.3. Installation Entry Point Checks Defined. Per DoD 5200.8R Physical Security Program, May
1991, Air Force installation commanders have responsibility for protecting personnel and property under
their jurisdiction and maintaining order on installations. A key part of that responsibility is the require-
ment to prescribe procedures for inspecting persons, their property and vehicles at entry and exit points of
installations.  The question of whether a vehicle examination is an inspection or a search ultimately rests
on the decisions of the Court of Military Appeals. In this handbook, we avoid use of the term "inspec-
tion," substituting the term "installation entry point check.” An installation entry point check is the
examination of a vehicle without the foundation for a search. Installation commanders may direct or
establish procedures for installation entry point checks of randomly selected vehicles entering or leaving
an installation under their jurisdiction whether the owner or operator ismilitary or civilian. Theserandom
checks are not based upon probable cause to believe the vehicle/pedestrian contains property subject to
search, but are based on the commander’s authority to protect the security of his/her installation, to protect
government property and to prevent theft. The security police at the installation entry point are acting--
not in their law enforcement capacity, but as sentinels safeguarding a military installation and protecting
government property while preventing theft. In foreign countries, follow the provisions of international
agreements.

10.3.1. To useresults of installation entry point checks in military justice actions, it is essential that
security police have no involvement in determining which vehicles to check. The installation com-
mander or his designee as outlined in AFI 31-209, The Air Force Resource Protection Program,
determine the selection of vehicles on a random basis. They may use an impersonal formula like
every other vehicle, every tenth vehicle, every fifth passenger car, and every van and truck. The num-
ber and frequency of the vehicles checked does not affect their randomness. Thus, a check israndom
even if it includes every vehicle that enters or leaves the installation during a selected period. Do not
use random checks as a subterfuge to check the vehicle of a particular suspect. Such actionisillega
and may subject the involved security police to criminal penalties.

10.3.2. Therule against security police selecting vehicles to check does not preclude giving authority
to installation entry controllers to discontinue checking (e.g., thereis aserioustraffic jam, an accident,
or other circumstances which make continued checking unsafe or impractical).

10.4. Proceduresfor Installation Entry Point Vehicle Checks. Normally, at least two security police
members are present to conduct entry point checks. Before starting an entry point check, instruct the
driver to turn off the engine and direct al other occupantsto exit the vehicle. When the passengers have
exited, ask the driver to open the center console, glove compartment, and open the trunk and any other
locked compartments.

10.4.1. All vehicles, ask the driver for permission to examine the vehicle and its contents. If permis-
sion isrefused, advise the person in control of the vehicle that refusal to permit the examination may
result in the loss of base driving privileges, revocation of base registration, barment from the base, or
other action. If permission is still refused, take action, as appropriate, outlined below.

10.4.2. Vehicles Entering the Base. If under civilian control, ask the driver or owner for identifica-
tion and advise all occupants that they cannot enter the base unless the vehicle is examined. Handle
vehicles under the control of a military member in the same manner or, subject to applicable policies,
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the vehicle may be examined using reasonable force, if necessary. A good rule of thumb isto consult
your local, on call, staff judge advocate if you are in doubt as to the extent of force authorized.

10.4.3. VehiclesLeaving the Base. Document driver and vehicle identification for subsequent action.
Make a walk-around examination of the vehicle. Y ou may discover evidence to use as a foundation
for a search (i.e., contraband or government property in plain view). If thereisno probable cause for
a search, but action is deemed necessary to protect operations, property, or ensure safety; then order
the occupants to dismount and open locked compartments of the vehicle. Advise them that this order
is based upon the authority of the installation commander. If this order is not complied with, take
immediate stepsto report the matter to the installation commander or to a senior officer delegated this
authority. The commander or his’her designee will determine what option to use to open and examine
the vehicle and its compartments.

10.4.4. If contraband is discovered during the course of examining a vehicle at an entry point check,
immediately apprehend/detain the person involved. When civilians are detained, summon civilian
police immediately, if applicable.

10.4.5. Entry point checks of persons and vehicles entering/exiting a military installation are allowed
without permission in accordance with random proceduresidentified in paragraph 10.3. However, the
long-range deterrent value of entry point checks, as well as security police community relations, dic-
tates a general rule to apply the same policy to both military and civilians. Use of force to examine
vehicles under either military or civilian control requires discretion in each instance to determine
whether this action is warranted by the circumstances.

10.5. Installation Entry Point Checks of Pedestrians. The policies and procedures covering vehicles
also apply to pedestrians entering or leaving the base. In view of the limited capability of pedestrians to
conceal and transport property (when compared to vehicles) and the limited facilities for examination of
persons at installation entry points, you may exclude pedestrian checks from entry point checks. How-
ever, if the local situation dictates, personnel may be subjected to these examinations. Unless probable
cause exists for a search, limit checks to examination of hand-carried parcels and exterior garments
removed from the individual. Always remember your safety when conducting entry point checks.

10.6. Military Working Dog Teams. Whenever possible, use military working dog teams to conduct
installation entry point checks.
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Chapter 11
VEHICLE SEARCHES

11.1. Defined. Conduct vehicle searches entering or exiting the base, separate from base entry/exit
checksreferred to in Chapter 10. A search isalaw enforcement action based on probable cause. Probable
cause is defined as evidence that would lead a reasonable person to believe the following to be true: (1) a
specific offense has occurred, (2) a certain person committed the offense, and (3) the weapons, fruits, or
instruments of the offense are in a specific place. For this chapter, probable cause will focus on avehicle
or a person in a vehicle that may have the means, proceeds, or profit of criminal activity. A search
requires law enforcement personnel to follow precise, legal steps. The staff judge advocate can provide
guidance on search issues. When occasions arise which call for a search, you should ask the driver cour-
teoudly for permission (you are establishing consent) to search. Consent is preferred even if formal autho-
rization to search isalready at hand. If the subject will not voluntarily permit the search, request a search
on formal authority from the installation commander. The installation commander has limited authority
to delegate his’her power to authorize a search. Asa security policeman, you need to know the local pro-
cedures for when and whom to contact for authority to search.

11.1.1. If you provide the installation commander with probable cause giving him/her a reason to
believe government property is contained in the vehicle, he/she may authorize forcing open locked
compartments. When circumstances permit, the installation commander should first consult with the
staff judge advocate. In no case should you force open a locked compartment if the person in charge
of the vehicle is able and willing to open it.

11.1.2. Inforeign countries, subject to theater policies and applicable international agreements, com-
manders may adopt programs for the search of persons and vehicles entering and exiting installations
without probable cause. These searches are authorized to prevent introduction of contraband and dan-
gerous objects and materials to the installation and for protection of government property. They are
limited to searches of persons, objectsin their possession, and vehicles and their contents. Consult the
staff judge advocate when adopting these programs.

11.2. Rationalefor the Sear ch. The reasonableness and thoroughness of a search is determined by the
size of the object you are searching for (e.g., one could hide abag of narcotics almost anywhere in avehi-
cle, but not a 27-inch television). If you state you are searching for atelevision, your search ends when
you find one. Should you continue to search after you have found the object or look in illogical areas
(e.g., the glove box for the TV), you are conducting an illegal search. Now your search has turned into
what is commonly called a "fishing expedition” (i.e., you are looking for other things or smply trying to
find contraband to justify your search). The results of an illegal search are inadmissible in court. Addi-
tionaly, the judge will throw your case out, set the suspect free, and may charge you under the UCMJ.

11.3. The Simple Search. Once you have obtained permission to search, have all passengers exit the
vehicle, have the driver open all compartments (e.g., center console, glove box, trunk), move the driver
and passengers away from the vehicle, and begin a systematic search. Throughout this procedure remain
cautious for weapons. Do not bounce around from one area of the vehicle to another without completely
searching the first or preceding area. Consider this example when searching for handguns or other small
items. have an assisting patrol start at the front of the vehicle and search counterclockwise, top to bottom
around the outside/underside of the vehicle. Then, and only after completing the exterior, move to the
interior. The same systematic process applies; top to bottom, front to rear. Check the headliner, dash,
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front seat, rear seat, and in every place one could conceal the article. Treat the interior of the trunk as a
third phase of your search, identical in process to the first two phases.

11.4. The Complete Search. An investigation for narcotics hidden in avehicle is one situation requiring
acomplete search. Usually the OSl handles such asearch. An effective complete search may require dis-
mantling the vehicle. In thiscase, security police personnel are assigned to secure the scene until comple-
tion of the search.
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Chapter 12
FUNDS ESCORT

12.1. Funds Escort Procedures. When a fund activity transports funds (i.e., to and from protection
facilities or depositories), security police may furnish the fund activity an escort in accordance with local
policy. Additional security police manning is not authorized for escort purposes, therefore, cooperationis
essential between fund activity custodians and security police. The installation commander must ensure
that movements of funds are scheduled and consolidated to the maximum extent possible. 1f commanders
anticipate frequent or recurring fund escort requirements, they should consider using contract armored car
services instead of security police.

12.2. Arming Escorts. The commander bases his/her decision to arm escorts based on the local criminal
threat. Give specific consideration to the threat, time of day, route of travel, amount of funds, and backup
response/MWD units available. Those personnel armed for the purpose of escorting funds, must comply
with AFI 31- 207, Arming and Use of Force by Air Force Personnel.

12.3. Escorts And Fund Carriers. The Resource Protection Plan should establish procedures to detall
the manner in which escorts and fund carriers operate both on and off base. These procedures should
cover the positioning of the escort with relation to the fund carrier while in vehicles or on foot and the
action(s) to take in the event of robbery.

12.4. Dollar Value Guidelines. The Resource Protection Executive Committee (RPEC) will establish
the amount of funds, precious metals, jewels, or high cash value resources requiring escort within the fol-
lowing dollar guidelines:

12.4.1. Resourcestotaling lessthan $25,000. Escort resources less than $25,000 as prescribed by the
RPEC. Make determination based on dollar amounts, resource availability, threat, geographic loca-
tion, distance, and route of transport. Reflect RPEC guidance in the installation Resource Protection
Plan.

12.4.2. Resources totaling $25,000 or more. On base, resources of $25,000 or more require armed
owner/user or security police escort as determined by the RPEC. NOTE: Due to arming restrictions,
do not use NAF civilian employeesfor armed escort. As security police, you should avoid conducting
off base escorts as you have little jurisdiction. If off base shipments exceeding $25,000 occur fre-
guently, commanders should contract with an armored car service.

12.5. Escort Procedures. The RPEC in concert with the installation Chief of Security Police will estab-
lish government fund escort procedures. Formalize (document) these procedures in the Installation
Resource Protection Program. Tailor the proceduresto the local threat, but address the following topicsin
complete detail:

12.5.1. Fund Activity Process:
12.5.1.1. Frequent, daytime depositsto prevent large cash build-ups.
12.5.1.2. Vary deposit times.
12.5.1.3. Addressfund storage limits.
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12.5.1.4. Particularly address those activities that repeatedly exceed fund storage limits and rou-
tinely make deposits at closing as this type of steady routine creates an easy opportunity for theft.

12.5.1.5. Alternative procedures should security police be unable to provide the required escort
(e.g., contract armored car service)

12.5.2. Fund courier procedures:

12.5.2.1. Establish identification and duress procedures with security police in advance of fund
movement.

12.5.2.2. Drive a separate vehicle--vary route, time of day, and (if possible) approach to deposi-
tory.

12.5.2.3. Understand security police role--security police do not:
12.5.2.3.1. Carry funds container
12.5.2.3.2. Provide transportation
12.5.2.3.3. Have accessto funds

12.5.2.4. Establish procedures for off base movement of funds (coordinate with security police,
civil law enforcement, off base depository)--RECOMMEND: armored car service.

12.5.3. Security police procedures:

12.5.3.1. Whenever possible augment high value escorts with a minimum of two armed patrols or
one MWD patrol.

12.5.3.2. Mark escort vehicles units with all emergency equipment (lights, siren, PA system,
land- mobile radio, spotlight). Use the following guidelines:

12.5.3.2.1. Obey traffic codes.
12.5.3.2.2. Uselightbar and siren only for emergencies.

12.5.3.2.3. Follow courier vehicle in a manner to preclude association with, stopped, or
trapped together while maintaining constant visual observation (often thisis nothing more
than prudent vehicle separation for the posted speed limit)

12.5.4. Define communications procedures:

12.5.4.1. Coordinate escort itinerary (time and place of departure, route, destination, and esti-
mated time of arrival) off net--recommend in person with desk sergeant.

12.5.4.2. Security checks (required at start, periodic, and upon successful completion of the
deposit).

12.5.4.3. Duress alternatives.

12.5.4.4. Comm-out (loss of communications with a high value escort should result in anti-rob-
bery initiation until status of escort can be determined).

12.5.5. Develop backup emergency response procedures.
12.5.6. Conduct periodic Resource Protection (RP) Survey.
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12.5.6.1. Critically analyze physical security measures afforded depository (lighting, access/visi-
bility, e/ingress routes, structure and surrounding structure suitability, cover and concealment
locations).

12.5.6.2. Develop and coordinate compensatory measures for deficiencies up and down the chain
(i.e., RP monitor to operations to element personnel and RP monitor to CSP to RPEC).

12.5.6.3. Elevate and send RP deficiencies promptly to RPEC.
12.5.7. Empower your patrols:
12.5.7.1. Encourage patrolsto report deficiencies and recommend countermeasures.
12.5.7.2. Act on those recommendations.
12.5.7.3. Reward good ideas.
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Chapter 13
BUILDING CHECKS

13.1. Overview. One of the security police responsibilities under the Resource Protection Program is to
make security checks of buildings, repositories, and other areas. Conducting building checksis an excel-
lent form of proactive crime prevention. Building checks offer:

13.1.1. Visibility of security police, on patrol, to the Air Force community.

13.1.2. A public relations opportunity to meet workers in their environment and provide them assur-
ance that their professional property will be protected when they are away from their duty station.

13.1.3. Keepsvandals and would-be thieves at bay--uncertain as to when and where law enforcement
patrols might arrive.

13.1.4. Provides law enforcement patrols an opportunity to learn building layouts, likely avenues of
approach/escape, safe and efficient response routes. This benefit applies not only to non-duty hours,

but will improve your response capabilities and enhance “officer safety” when answering calls for
assistance during duty hours.

13.1.5. Some of the facilities you check house funds, weapons, munitions, classified material, and
drugs. You may also have to check supply points and areas with high-theft or high-value equipment.
Be familiar with the kind of work performed in each facility, potential hazards of stored materials (if
any), and the exact location of resources in the building. Take time to learn as much as you can abot
the facility. Meet the building custodian and discuss his/her concerns--this information may be
extremely valuable during an incident at the facility. Responding to a crime in progress is not the time
to learn about a building.

13.2. Procedure. Each unit normally has a locally produced building check sheet that lists the facilities
and areas security police check. On this check sheet, annotate the time you checked the structure and t
results of your security check.

13.2.1. You may check the same buildings and areas each day, so it is important that you do not set
predictable pattern. Try approaching from a different direction each time, and do not check the same
structures at the same time each day. If your routes and times are predictable, someone can easi
avoid being caught in the act of breaking in or burglarizing. As you approach, be alert for suspicious
vehicles or activity. Notify the desk sergeant when you arrive, before you start the security check, and
once you have completed the check.

13.2.2. As you approach the building, try to stay out of well-lit areas and stay alert for suspicious
activity. Fire escapes, roof tops, and buildings constructed off the ground on stilts provide a perfect
hiding place for an intruder to gain access to a building. When conducting building checks, look for
obvious signs of forced entry such as broken windows, pry marks, or open doors. Physically check all
entrances to the building that you can reach. Try to open doors and windows (within reason) and turr
door handles. For places not within your reach, look closely for signs of forced entry. When possible,
also look inside the building through the windows. Again, try not to establish a routine or pattern for
checking buildings--be unpredictable and you will increase your chances of catching someone in the
act of breaking and entering.
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13.2.3. If you find an open door, broken window, or any sign of forced entry, take cover immediately
from a position where you can see the building. Once in a covered position, contact the law enforce-
ment desk. Inform the desk sergeant of the incident, building number, your location, and any other
important facts. The desk sergeant will dispatch backup patrols and contact the building custodian.
Do not enter the building until backup patrols arrive. Once you have back-up, coordinate a plan of
action with the on-scene patrols and the law enforcement desk. If available, use military working dog
(MWD) teams to search and clear an unsecured building. Normally, security police do not enter the
building until the building custodian is on the scene. Once the custodian arrives, security police
search the building, apprehend any unauthorized persons, and remove them from the area. The build-
ing custodian checks to see whether theft or vandalism has taken place or someone merely forgot to
secure the building on completion of the building search.
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Chapter 14
DISASTER RESPONSE

14.1. Planning. Because of our mission, we cannot afford to wait until disaster strikes before we take
action to protect resources and personnel. On the contrary, we must be able to cope with any situation that
might occur. Y our base Disaster Preparedness Operations Plan (Base OPLAN 32-1) outlines the opera-
tions and actions to cope with on and off-base emergencies and disasters. Normally, security police are
thefirst to arrive at the scene of an accident. Therefore, it isimportant that you become familiar with the
terms, duties and responsibilities associated with disaster preparedness.

14.1.1. Annexes. Each base OPLAN 32-1 will contain the following minimum annexes:
14.1.1.1. Annex A: Major Peacetime Accident.
14.1.1.2. Annex B: Natura Disaster.
14.1.1.3. Annex C: Enemy Attack.
14.1.1.4. Annex D: Distribution.

14.2. Scope of Responsibility. The Department of Defense (DoD) is responsible for major accidents
involving DoD material or resulting from DoD activities. The installation nearest the scene of a major
accident involving DoD resources responds to the accident.

14.2.1. Nuclear Weapons. For accidents involving nuclear weapons or their components, installa-
tions conform with the DoD policy to neither confirm nor deny the presence of nuclear weapons and
components except in acrisis where certain designated authorities may release information. The two
levels of response for a nuclear weapons accident are the initial response base (IRB) and the service
response force (SRF).

14.2.1.1. Initial Response Base. The IRB isthe nearest military installation, regardless of size, to
an accident. The IRB:

14.2.1.1.1. Takes immediate emergency measures and provides a federal presence and
humanitarian support.

14.2.1.1.2. Performs emergency operations to save lives, secure the site, safeguard classified
materials, confirm or deny the presence of contamination, and contain the hazard.

14.2.1.1.3. Remainsin charge until the SRF arrives, or when anon-DoD agency has custody,
the agency response force relievesit.

14.2.1.1.4. Maintains a presence at the accident scene to support the SRF.

14.2.1.2. Service Response Force. The SRF assumes overall command and control at a nuclear
weapon accident. It isacomposite of military and civilian staff and other governmental agencies.
An Air Force SRF manages and coordinates actions required to recover from an accident involv-
ing Air Force resources. When deployed, the Air Force SRF on-scene commander (OSC) is the
Air Force executive agent and assumes command and control for the Chief of Staff of the Air
Force.
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14.3. Exercises. Air Force installations must conduct major accident, attack, and natural disaster
response exercises. Y ou can expect your installation to conduct a major accident response exercise at
least once every calendar quarter. Anticipate scenarios developed around your installation OPLAN 32-1
and other emergency plans. The following is a sample of the types and frequency of exercises you can
count on:

14.3.1. Conventional munitions at least once a year.

14.3.2. Chemical agents at least once a year if the installation stores, ships, or employs chemical
agents or munitions.

14.3.3. Nuclear weapons at least once ayear for all installations.
14.3.4. Hazardous material (HAZMAT) emergency response teams at |east once ayear.

14.4. Explanation of Terms. Some accident, disaster and incident scenes are classified as natural while
others are man-made. The distinction between natural and man-made is of little help when disasters
strike. More important iswhat can be done when they occur to aleviate their effects.

14.4.1. Man-Made Disasters. There are many types of man-made disasters. Some involve nuclear/
chemical weapons, biological agents, components, or other hazardous materials. These cause exten-
sive damage to federal and/or civil property, mass casualties, and may have a big impact on the
USAF. For ease of learning we classify the following disaster and emergency situations as man-
made:

14.4.1.1. Nuclear Weapons Mishaps. Accidents, incidents or deficiencies involving nuclear
weapons may occur under a variety of conditions. The following flag words identify such mis-

haps:
14.4.1.1.1. Broken Arrow. Nuclear weapon accident.
14.4.1.1.2. Bent Spear. Nuclear weapon incident.
14.4.1.1.3. Dull Sword. Nuclear weapon deficiency.

14.4.1.1.4. Nucflash. Accidental or unauthorized launching of a nuclear weapon which could
create the risk of war.

14.4.1.2. Non-nuclear Accident. An accident with non-nuclear weapons could result in a heavy
loss of personnel, materials and facilities. Thistype of accident could seriously disrupt, restrict, or
bring to a halt, operational activities for a period of time.

14.4.1.3. Accidents Involving Chemical Agents or Toxic Materials. Accidents involving chemi-
cal agents or other toxic materials can result in the contamination of extensive areas. Thisis par-
ticularly true of areas downwind from the accident. Disaster preparedness plans, therefore,
contain procedures for evacuation of nonessential personnel from the area, and should provide for
the use of protective equipment and clothing for response personnel entering the contaminated
area.

14.4.1.4. Local Emergencies/Accidents. Local emergencies and/or accidents, on- or off-base,
involving Air Force or other Department of Defense resources, could result in extensive damage
to property and alarge number of casualties. Aircraft crashesin populated areas, fires, explosions,
accidents involving toxic fuels or chemical agents, or other hazardous items being transported on
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public highways or in the hands of government contractors are examples of local emergencies or
disasters that may require response by Air Force commanders. Disaster preparedness planning
includes such measures as evacuation of nonessentia personnel, on-base dispersal, and shelter for
personnel.

14.5. Security Police Duties and Responsibilities. Generally, the actions taken to properly contend
with accident, disaster and incident scenes consist of notification, response, withdrawal, response force
actions, recovery, release of information or permission for photography, and circulation and/or crowd
control.

14.5.1. Notification. This action is to inform personnel in the affected area, the Disaster Response

Force (DRF), and higher headquarters of the severity of the situation. Notification of the DRF ismade

using your base’s established notification system. Normally, this consists of the crash net that acti-
vates simultaneously at key locations on the base. Security police crash nets are usually located il
central security control (CSC) and the law enforcement desk. Other means of notification could

include the Attack Warning or Alert Signals system.

14.5.1.1. Attack Warning. This is a 3 to 5 minute wailing or wavering tone using on-base and
local sirens. If whistles, horns, or other devices are used, a series of short blasts are sounded fc
the same period of time. This signal indicates that you must take immediate shelter or other pro-
tective action. Base officials repeat the signal as often as necessary to insure response by the ba:
population.

14.5.1.2. Alert Signal for Peacetime Emergency. An alert signal is a 3 to 5 minute steady tone on
sirens or other warning devices. The signal is used to alert you of imminent peacetime emergen-
cies. When the signal is sounded you should monitor radio, TV, or base PA for additional instruc-

tions and information.

14.5.2. Response. This phase consists of immediate dispatch of disaster preparedness and secur
police personnel. It also includes all actions taken to respond, suppress, or contain and control the
accident. It's important for you to remember that when an accident occurs on base, don’t responc
directly to the accident scene. Rather your primary responsibilities are to contain the emergency,
secure the accident site, protect life, and establish the entry control point. Although CSC or the desk
sergeant provides you information on wind direction and suggests an entry control point, the final
determination is made by the on-scene commander. You advise the appropriate control center of the
grid coordinates. Other disaster response force members and support teams report to the entry contr
point.

14.5.2.1. Security police respond off base with the initial response force and the follow on force.
The follow on force responds to the entry control point and assists with establishing the accident
control cordon.

14.5.3. Withdrawal. Withdrawal is used when forces engaged in suppressing the disaster are in
imminent danger of being injured or killed by an explosion, release of toxic materials, collapse of a
structure, etc. If no such danger exists, withdrawal may not be necessary. The authority to declare
withdrawal rests with the fire chief.

14.5.3.1. The fire chief sounds vehicle-mounted sirens, horns, etc., and announces withdrawal
over an available public address system. You assist in the withdrawal announcement by evacuat
ing non-essential personnel from the accident area. Personnel depart the accident scene by tt
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fastest means and reach a position of safety before the expected explosion, release of toxic mate-
rial, etc. At this point no one should be allowed to enter the disaster scene unless specifically
authorized by the on-scene commander.

14.5.3.2. Withdrawal is usually made in an upwind or cross wind direction. If contamination is
suspected, withdrawal vehicles should be abandoned close to, but inside the disaster cordon to
prevent unnecessary spread of contamination. Personnel should take cover behind vehicles out-
side the cordon and face away from the accident area.

14.5.4. Disaster Response Force Actions. When notified of an accident and dispatched, the disaster
response force must approach the site from an upwind direction. This is because the initial report
might not be specific and could cause serious injury or death to the response force members.

14.5.4.1. Cordon. Regardless of its size, an on base cordon is established and controlled by the
security police. Civil law enforcement agencies assist with enforcing the cordon during accidents
off-base.

14.5.4.2. Making aCordon. Normally, asone of thefirst responders, the senior fire fighter is des-
ignated as the on-scene commander until the arrival of the designated senior official. The two pri-
mary functions of the senior fire fighter are to determine the size of the disaster cordon and to
establish an on-scene control point (OSCP). Evacuation distance and cordon size are based on the
type of material involved in the incident. The senior fire fighter establishes the OSCP and the
entry control point (ECP) outside the disaster cordon, either upwind or cross wind of the accident
site. The senior fire fighter continually reassesses the cordon size and locations of the ECP and
OSCP based on weather conditions and recovery operations.

14.5.4.3. Ineach security police vehicle you should find a base grid map, grease pencil, and round
disks cut to correspond to the various cordon sizes. Use the disk to mark the boundary of the cor-
don on the base map. Security police are responsible for securing all avenues of approach to the
boundary of the cordon. To support this critical function, security police post personnel at all
entry and exit routes that lead to the accident site. Direct anyone who wants to go in to the entry
control point. Permit persons evacuating the cordon to leave the area by any route. You
should provide evacuating persons designated safe (upwind) landmarks to move towards. Assist
them in getting medical attention should the need arise.

14.5.4.4. Every accident scene must be cordoned and the area inside the cordon evacuated. This
is done to protect personnel, equipment, and classified matter. It also provides freedom of move-
ment for the disaster response force. As mentioned, the boundary of an accident cordon varies
with the components involved in the accident and the need to protect people.

14.5.4.5. Establish an Entry Control Point. The ECPisinitially located upwind on the perimeter
of the cordon. Locate this point within a 90 degree arch on either side of the current surface wind.
Choose the exact |ocation within the arch to provide an unobstructed view of the accident site, and
protective cover from blast and flying debris. Mark the ECP with signs and/or flags for easy visi-
bility. Additionally, notify the LED/CSC of the grid coordinates for the ECP so that thisinforma-
tion can be passed on to other responding units.

14.5.4.6. As the cordon guards are posted, tell all non-essential in the area to evacuate. Direct
responsibility for evacuation rests with each individual and supervisor within the cordon. If you
are working as a member of the cordon or as an ECP guard and the withdrawal is sounded, you
must take cover, because there isimminent danger. As stated already, for off-base accidents, the
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same action would apply, but civil police would have jurisdiction. Y ou would notify civil police
and they would take appropriate action.

14.5.5. Recovery. Recovery isacomplex, time consuming operation. Experience has shown a com-
plete recovery from amajor accident may require anywhere from one week to several monthsto com-
plete. Recovery involves the evaluation of causes at the scene, care of the injured , decontamination,
protection of classified material, removal of explosives by explosive ordinance

personnel (EOD), and cost estimates of damage. During this phase, security police need to consider
and are responsible for the following:

14.5.5.1. Areato be secured; decrease the cordon as the accident siteis cleared.
14.5.5.2. Entry procedures; obtain an entry authority list if needed.

14.5.5.3. Specia post; safeguard classified materials, relieve cordon duty sentries, etc.
14.5.5.4. Personnel protective clothing if needed.

14.5.5.5. Equipment and supplies needed.

14.5.5.6. Relationswith the media; insure all mediarequestsfor information are referred the pub-
lic affairs representative. Remember, the installation commander or public affairs officer is
responsible for releasing information to the news media. Do not express a personal opinion to the
media.

14.5.6. After accident actions. After an on/off base accident, the following actions are of major
importance:

14.5.6.1. Rescuetheinjured.

14.5.6.2. Prevent further injury and loss of life.

14.5.6.3. Protect property and investigative data from loss or damage.
14.5.6.4. Safeguard classified information.
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Chapter 15
CUSTOMS OPERATIONS

15.1. General CustomsLaw. All personnel, whether military or civilian, when traveling on civilian air-
craft must comply with customslaws. Upon entry into and departure from the United States, personnel on
military aircraft must, by law, comply with the border clearance requirements of the various federal agen-
cies. Federal officials perform border clearance functions at foreign clearance bases in the United States.
However, US Air Force personnel may perform customs functions at special foreign clearance bases
where specifically authorized by HQ USAF. The US Customs Service has authorized DoD customs
inspectors (referred to as Military Customs Inspectors--MCls) to assist US Customs officials at regular
foreign clearance bases. Local agreementswith the appropriate regional commissioner of customs govern
dutiesof MClsat regular foreign clearance bases.

15.2. Border Clearance. Objectives of the Air Force border clearance program include:

15.2.1. Ensure compliance with all entry and departure laws and regulations of the US Government
border clearance agencies and foreign governments.

15.2.2. Prevent smuggling of narcotics, dangerous drugs, and other contraband on DoD and DoD-
controlled aircraft and transportation channels.

15.2.3. Perform customs and anti-smuggling inspections and examinations according to instructions
in applicable publications.

15.3. Customs Duties and Responsibilities. Y our installation may have amission that involves customs
operations. |If you are tasked, you must have an understanding of the background, terms, and inspection
procedures for customs duty within the Air Force. On installations, the installation Chief of Transporta-

tion oversees the customs, border clearance, and anti-smuggling programs. Within the Air Force, the

OPR for customs duties is logistics (LGT). LGT has developed a number of AFI's that detail specific
duties and responsibilities by theater of operation. Your Chief of Security Police will ensure commensu-
rate customs training is available, if required. Coordinate with OSI on customs investigations or sus-
pected anti-smuggling violations. These documents provide the basis of the information you may need,;
specifically:

15.3.1. AFI 24-401Customs--Europe

15.3.2. AFI 24-402Customs--Pacific

15.3.3. AFI 24-403Customs--Southern

15.3.4. AFI 24-404Customs—Domestic

15.3.5. AFI 24-405, USAF Foreign Clearance Guide (FCG)
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15.4. Training and Appointment. To perform MCI duties requires proper training. The US Customs
Service and such other border clearance agencies are available to conduct periodic classes to train Air
Force personnel as MCls.

RICHARD A. COLEMAN, Brig General, USAF
Director of Security Forces
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Attachment 1
GLOSSARY OF REFERENCES, ABBREVIATIONS, AND ACRONYMS

References

Article 7b, Uniform Code of Military Justice

Internal Security Act of 1950 (50 U.S.C. 797)

Title 18, United States Code, Section 1382

AFMAN 10-206, Operational Reporting

AFI 10-217, The Resource Augmentation Duty (READY) Program
AFMAN 10-401, USAF Operation Planning Process

AFl 10-404, Base Support Planning

AFPD 31-2, Law Enforcement

AFl 31-101, Voal. 1, The Physical Security Program

AFI 31-201, Security Police Sandards and Procedures

AFI 31-204, Air Force Motor Vehicle Traffic Supervision

AFI 31-207, Arming and Use of Force by Air Force Personnel

AFI 31-401, Information Security Program Regulation

AFI 31-701, Program Protection Planning

AFH 31-1012, Handbook for Intrusion Detection Equipment

AFI 32-4001, Disaster Preparedness Planning and Operations

AFI 32-4004, Emergency Response Operations

AFl 36-2225, Security Police Training and Quality Control Programs
AFl 36-2226, Combat Arms Training and Maintenance (CATM) Program
AFI 36-2903, Dress and Personal Appearance of Personnel

AFI 37-138, Records Disposition -- Procedures and Responsibilities
DoD 5200.8-R, Physical Security Program, May 1991

Abbreviations and Acronyms
AECS—Advanced Entry Control System
AFB—AIir Force Base

AFIl— Air Force Instruction

AFMC— Aiir Force Materiel Command
AFOSC—AIir Force Operations Support Center
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AFOSI—AIir Force Office of Special Investigations
AFPD—A:Ir Force Policy Directive
AFR—A:Ir Force Regulation

AFRES—AIr Force Reserves

AFS—AIir Force Station

AFSPA—AIr Force Security Police Agency
AFVA— Air Force Visual Aid

AMC— Air Mobility Command

AS—AIir Station

CINC—Commander in Chief
CONUS—Continental United States
CSC—Central Security Control
CSP—Chief of Security Police
DAF—Department of the Air Force
DoD—Department of Defense
DoDD—DoD Directive

DoE—Department of Energy

EAL— Entry Authority List

EC—Entry Controller

ECP—Entry Control Point

ENL—Enlisted

EOD—Explosive Ordinance Disposa
FCC—Federa Communications Commission
IDS—Intrusion Detection Systems

|G— Inspector Generd

IRPP—Installation Resource Protection Plan
ISC—Installation Security Council
ISP—Installation Security Plan

JA—Judge Advocate

LED— Law Enforcement Desk

LMR— Land Mobile Radio

MAJCOM— Magjor Command

61



Minimize— A condition when message traffic has been restricted to alocation.
OCONUS—Outside Continental United States
Ol— Operating Instruction
OPLAN—Operation Plan

OPR—Office of Primary Responsibility
OSI—Office of Special Investigations
PDO—Publications Distribution Office
POV—-Privately Owned Vehicle
RAB—Restricted Area Badge

SP—Security Police

SSN—Socia Security Number
STD—Standard

THREATCON— Threat Condition
U.S.C.—United States Code

WCP—Wing Command Post

WSC—Wing Security Control
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Attachment 2
MODEL EMERGENCY DRIVING POLICY

A2.1. General (Non-Pursuit Situations) . The primary concern in emergency driving situations is pro-
tection of lives and safety of all citizens and security police personnel. During emergency driving situa-
tions, security police personnel will operate their vehicles with extreme caution and in compliance with
AFR 125-14, Motor Vehicle Operation, (Projected to be AFI 31-204, Air Force Motor Vehicle Traffic
Supervision) which requires activating the emergency light bar and siren. Driving under emergency con-
ditions does not relieve the vehicle operator from the duty to drive with due regard for safety of all per-
sons, nor will these provisions protect the driver from consequences of his disregard for safety of others.

A2.2. Emergency Driving Defined . Emergency driving is operation of an authorized emergency vehi-
cle (emergency lights and siren in operation) by security police personnel in response to alife threatening
situation or a violent crime in progress, using due regard for others safety. NOTE: Drivers should not
engage their emergency flashersin an emergency status as it will make turn signals inoperative.

A2.3. Emergency Driving Conditions. The decision to drive under emergency conditions rests with
each individual, based on the following conditions:

A2.3.1. When deciding to initiate or continue driving under emergency conditions, security police
vehicle operators will consider such factors as traffic volume, time of day, and potential hazard or lia-
bility to themselves and the public.

A2.3.2. Make emergency responses only when the call involves alife threatening situation or a vio-
lent crime in progress.

A2.3.3. Justification to drive under emergency conditions requires availability of sufficient informa-
tion.

A2.3.4. Security police personnel responding to an "officer needs assistance” type call must bear in
mind that even though a rapid response is important, they must arrive at the scene safely.

A2.4. Decidingto Make an Emergency Response. All personnel, when making an emergency
response, will immediately notify the desk sergeant of such a decision by using the term "Code Three."
Thiswill indicate use of emergency lightsand siren. The element leader (or above) will override the vehi-
cle operator’s decision to make an emergency (Code Three) responseiif, in his/her judgment, it is not war-
ranted or safe. Additionally:

A2.4.1. Security police personnel will not operate a police vehicle in emergency (Code Three) status
if it isoccupied by any passengers other than security police.

A2.4.2. Security police vehicles without emergency lights and siren will not make emergency (Code
Three) responses.
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PHONETIC ALPHABET (FORMAT:

A - ALPHA - ALFAH

B - BRAVO - BAH VOW
C-CHARLIE - CHARLEE

D -DELTA -DELL TA
E-ECHO-EKEO

F - FOX-TROT - FOKS TROT
G- GOLF - GOLF
H-HOTEL - HO TELL

| - INDIA - IN DEE AH
J-JULIET - JEW LEEETT

K - KILO - KEY LOW

L - LIMA - LEEMA

M - MIKE - MIKE

N - NOVEMBER - NO VEM BURR
O - OSCAR - OSS CAH

P - PAPA - PAH PAH

Q- QUEBEC - KEY BECK

R - ROMEO - ROW MEO

S- SIERRA - SEE AIR RAH
T-TANGO - TANG GO

U - UNIFORM - YOU NEE FORM
V -VICTOR - VIC TORE

W - WHISKEY - WISSKEY
X - XRAY - ECKSRAY

Y - YANKEE - YANG KEY
Z-ZULU - ZOO LEW

1- ONE - WUN
2-TWO-TOO

3- THREE - TREE

4 - FOUR - FOW - er

Attachment 3
LETTER/NUMBER - WORD - PRONUNCIATION)



5-FIVE-FIFE

6-SIX -SIX

7-SEVEN - SEV -en

8- EIGHT - AIT

9-NINE - NIN - er

10-TEN - TIN

11-ELEVEN - ELAV -en

12 - TWELVE - TWELL

13- THIRTEEN - THIRD TEEN
14 - FOURTEEN - FOR TEEN
15- FIFTEEN - FIFT TEEN

16 - SIXTEEN - SIX TEEN

17 - SEVENTEEN - SEV - en TEEN
18 - EIGHTEEN - AIT TEEN

19 - NINETEEN - NIN TEEN
20- TWENTY - TWIN TEE

30- THIRTY - THIRD TEE

40 - FORTY - FOUR TEE

50 - FIFTY - FIFETEE

60 - SIXTY - SIX TEE

70 - SEVENTY - SEV EN TEE
80 - EIGHTY - AIT TEE

90 - NINETY - NIN TEE

100 - HUNDRED - HUN DRED
1000 - THOUSAND - THAL SUN
1,000,000 - MILLION - MIL YEN
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Attachment 4
PROCEDURE WORDS (PROWORDYS)

A4.1. Procedure Words (Prowords).

PROWORDS
ACKNOWLEDGE
AFFIRMATIVE
ALL AFTER

ALL BEFORE
*BREAK
*CANCEL

DISREGARD

GO AHEAD

| READ BACK
| SAY AGAIN
| SPELL

MESSAGE FOL-
LOWS

NEGATIVE
ouT

*OVER

*READ BACK
RELAY TO (OR FOR)

ROGER
SAY AGAIN
*SILENCE

*SILENCE LIFTED

STAND BY

MEANING

L et me know you received and understood this message.

Y es; permission granted; or that is correct.

Everything which follows.

Everything which precedes.

Indicates the separation of text from other message portions.

Cancel my transmission (identify transmission). NOTE: This
PROWORD does not have the same meaning as “DISREGARD.”

This transmission is in error -- disregardNOTE: Don’t use this
PROWORD to cancel completely transmitted messages.

Proceed with your message.

The following is my response to your instructions to read back.
| am reporting the transmission or portion indicated.

| shall spell the word phonetically.

A message which requires recording is about to follow. Transmit-
ted immediately after the call.

No; permission is not granted; or that is not correct.

This is the end of my transmission to you and no answer is required
or expected.NOTE: This PROWORD is always preceded by the
user’s call sign.

This is the end of my transmission and a response is necessary. Go
ahead and transmit your respondOTE: This PROWORD is
normally used only in tactical communications.

Repeat all of the specified part of this message back to me exactly
as received.

Transmit this message to all addressees or to the address designa-
tion immediately following this PROWORD.

| have received your last transmission satisfactorily.
Repeat all or the following part of your last transmission.

Cease transmission immediately. Maintain silence until instructed
to resume. NOTE: Only a net control station may impose “si-
lence.”

Resume normal radio transmissioddOTE: Only a net control
station or higher authority may terminate “silence.”

Wait for further instructions or information.
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THAT ISCORRECT  You are correct or what you have transmitted is correct.

THISIS The transmission is from whose call sign immediately follows.
UNKNOWN  STA- Thecdl sign | am attempting to contact is unknown. Previously
TION known as “last calling.”

VERIFY Confirm entire message (or portion indicated) with the sender. If
original message (or portion indicated) is incorrect, send correct
version.

*WAIT | must pause for a few seconds.

*WORD AFTER The word after.

*WORD BEFORE The word before.

* For tactical radio transmissionsonly.
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